**From Framework to Practice: Barriers and Enablers to RMF Adoption in Mid-Sized Enterprises**

**Abstract**

*This study investigates the barriers and enablers influencing the adoption of the Risk Management Framework (RMF) in mid-sized software development enterprises through a quantitative research design. Four datasets were analyzed:  the Stack Overflow Developer Survey, ENISA Threat Landscape Reports, OpenSSF Secure Practices Survey, and Verizon’s Data Breach Investigations Report (DBIR). The study employed descriptive statistics to explore awareness patterns, exploratory factor analysis to identify latent barriers, binary logistic regression to model enablers, and independent t-tests to evaluate security performance outcomes. Findings reveal that RMF awareness is highest among DevOps Engineers and Software Architects (73.3%), yet practical adoption remains limited, with only 34.4% of Asian firms implementing RMF-aligned practices. Lack of leadership support emerged as the strongest barrier (loading = -0.58), while leadership endorsement was the most significant enabler (β = 1.1671, p < .001). Organizations that adopted RMF demonstrated 40% faster threat detection and 66% faster incident response compared to non-adopters. The study highlights the strategic role of leadership commitment, workforce training, and CI/CD pipeline integration in promoting RMF adoption. It recommends contextual RMF toolkits tailored for Agile environments, executive-level cybersecurity briefings, and role-specific certifications to accelerate adoption. By strengthening operational resilience and regulatory compliance, RMF offers a scalable pathway for mid-sized firms navigating the complexities of modern software security risks.*
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**1. Introduction**

In the contemporary digital economy, software development enterprises are increasingly vulnerable to cyber threats, regulatory demands, and complex operational risks. Mid-sized enterprises, in particular, occupy a precarious position: lacking the extensive resources of large corporations yet confronting comparable security threats. This context necessitates the adoption of a structured, anticipatory risk governance model. According to Ross (2018), the Risk Management Framework (RMF), developed by the National Institute of Standards and Technology (NIST), offers a standardized methodology for identifying, assessing, and mitigating risks throughout the software development life cycle (SDLC). While RMF has gained recognition for its integration of security, privacy, and cyber supply chain considerations into system development, its adoption among mid-sized software firms remains disproportionately low (Ross, 2018).

Jiang et al. (2024) avers that the principal constraint lies in the discrepancy between RMF's conceptual rigor and its practical viability in smaller-scale IT environments. For instance, a 2023 report by CloudBees indicates that although 83% of organizations are implementing structured software engineering practices, including platform engineering, many face significant challenges in full realization of these practices (CloudBees, 2023). RMF, alongside the Secure Software Development Framework (SSDF), is frequently perceived as abstract and resource-intensive, reducing its operational appeal for mid-sized enterprises.

Further compounding these limitations are technological and financial constraints. Turgay and Aydin (2023) notes that mid-sized firms often lack the technical expertise and infrastructure required to integrate RMF into their extant SDLC processes. These technical limitations are aggravated by the lack of tailored guides and contextual toolkits capable of adapting RMF to distinct legacy systems or customized configurations. Financial barriers are equally pronounced, Oko-Odion and Omogbeme (2025) argues that the initial financial outlay for RMF, encompassing workforce training, technological upgrades, and staff development, can be prohibitive, particularly for firms with constrained cybersecurity budgets.

Despite increased global cybersecurity spending, which reached USD 90 billion in 2024 among small and mid-sized businesses according to Agrawal (2022), there remains a proclivity toward fragmented, piecemeal security investments over comprehensive, governance-centric frameworks. This phenomenon results from the compounded effects of limited internal capabilities, workforce shortages, and the perceived complexity of aligning RMF with existing operational workflows.

Concurrently, notable cyber incidents have accentuated the urgency for systemic risk management. High-profile cases such as the SolarWinds attack in 2020 and the exploitation of the Log4j vulnerability in 2021 illustrate how vulnerabilities in ubiquitous software components can trigger widespread disruption across interconnected systems (STAHIE, 2022). These incidents have disproportionately affected mid-sized enterprises, many of which depend on third-party software vendors without implementing rigorous risk assessments or due diligence procedures. This underscores the imperative of continuous monitoring, third-party evaluation, and secure coding—core tenets of RMF that are critical yet often difficult to operationalize in resource-constrained environments.

Organizational dynamics act as substantial impediments to RMF adoption; Park et al. (2004) revealed that even security-conscious mid-sized firms frequently fail to institutionalize risk management due to vague implementation strategies and inadequate internal capacity. Management engagement is frequently inconsistent, and roles associated with risk governance are ambiguously defined. Bhatia and Gabhane (2025) similarly documents the experience of a mid-sized firm hindered by fluctuating technical requirements and the absence of formalized risk controls. These challenges are amplified in agile environments, where frequent iterations reduce the perceived utility of rigid risk protocols. Moreover, Ojiako et al. (2024) found that geographical dispersion and communication breakdowns in distributed teams exacerbate the difficulty of embedding RMF practices.

Although Ross (2018) advocates for embedding risk governance into the foundational stages of system design, the practice remains largely aspirational among mid-sized firms. Security is often relegated to the post-development stage, undermining the intended security-by-design philosophy and thereby diminishing the effectiveness of RMF implementation.

Nonetheless, the strategic adoption of RMF holds substantial promise for mid-sized software development enterprises. When effectively implemented, RMF can strengthen software security postures, enhance regulatory compliance, and improve client trust, all of which contribute to mitigating reputational and financial risks associated with breaches (Arundhati, 2025). Factors enabling successful adoption include dedicated leadership, accessible and contextualized RMF guidance materials, and sustained investment in workforce training oriented around risk-centric development (Insight Assurance, 2024). Notably, the shift toward platform engineering provides a potential integration vector. The CloudBees (2023) report indicates that 20% of surveyed firms have fully adopted platform engineering, reflecting an emerging standardization that could facilitate RMF assimilation.

The following chart provides a comparative visualization of cybersecurity performance metrics before and after the adoption of the Risk Management Framework (RMF) in mid-sized software development enterprises. Synthesized from empirical study such as the Log4j and SolarWinds incidents, the data highlights measurable improvements in key areas such as incident response time, vulnerability remediation rate, and compliance audit scores. These enhancements reflect the practical benefits of embedding RMF principles into secure software development processes.



***Figure 1: Impart of RMF on Cybersecurity Performance***

Projections for the global integrated risk management software market support these developments. Straits Research (2023) estimated its value at USD 10.9 billion, forecasting a rise to USD 12.5 billion by 2032, at a 15.1% compound annual growth rate. Yet despite favorable market trends, many small and mid-sized enterprises persist with reactive, improvised strategies. Empirical evidence by Liang et al. (2023) shows that integrating continuous risk assessments within DevOps workflows significantly enhances threat detection and reduces remediation timelines. These findings affirm that RMF-aligned practices, when adapted to organizational constraints, offer both strategic and operational advantages. This study addresses a critical gap by examining barriers and enablers to RMF adoption in mid-sized software enterprises through rigorous statistical methods, including exploratory factor analysis, logistic regression, and t-tests. It contributes practical insights by proposing contextualized RMF adoption strategies for Agile environments. Additionally, the study references ISO/IEC 27005 to strengthen its theoretical foundation and standardizes statistical reporting for clarity, ensuring relevance for both academic and industry audiences. This research aims to investigate the barriers and enablers influencing the adoption of Risk Management Framework (RMF) in mid-sized enterprises within the software development context, and to provide insights for improving RMF implementation strategies for this specific organizational group, by achieving the following objectives:

1. Examines the level of awareness and current adoption practices of RMF among mid-sized software development enterprises.
2. Identifies the organizational, technical, and financial barriers that hinder the effective implementation of RMF in software engineering processes.
3. Explores the enabling factors—such as leadership support, staff capability, and integration with SDLC tools—that facilitate RMF adoption in software development.
4. Evaluates the extent to which RMF adoption contributes to improved software security posture and risk mitigation outcomes in mid-sized enterprises.

## **2. Literature Review**

In the context of software development, risk is conventionally defined as the probability of an event or condition adversely affecting project or organizational objectives (Kitsios et al., 2022). Leading standards offer distinct, yet complementary, interpretations. The National Institute of Standards and Technology (NIST) defines risk as “a measure of the extent to which an entity is threatened by a potential circumstance or event,” with emphasis placed on both likelihood and potential impact (Ross, 2018; Ajayi et al., 2025). In contrast, ISO 31000 conceptualizes risk as “the effect of uncertainty on objectives,” thereby broadening its scope beyond technical threats to encompass strategic and operational concerns (Tranchard, 2018; Balogun, 2025). According to Khan et al. (2022), within software engineering, risk encompasses not only information security vulnerabilities but also inefficiencies in development processes and disruptions to operational continuity.

A meaningful distinction exists between project risk and security risk, though their boundaries often intersect. Project risk pertains to uncertainties associated with development timelines, budget allocations, or deliverable quality and is typically managed through conventional project management techniques (Taherdoost, 2024; Kolade et al., 2025). Security risk, on the other hand, focuses on safeguarding information systems, involving threats arising from software defects, architectural weaknesses, or hostile intrusion attempts (Shokunbi et al., 2024; Metibemu et al., 2025). Risk categories converge during the Software Development Life Cycle (SDLC), thus requiring integrated risk management approaches that bridge both project governance and cybersecurity (Saeed et al., 2024; Obioha-Val, 2025).

The evolving conceptualization of software risk has shifted toward a multidimensional understanding. George et al. (2024) argues that modern risk vectors now encompass technical malfunctions, dependency on third-party services, operational downtimes, and reputational harm resulting from public exposure to security incidents. A technical defect may serve as the initial risk point, yet its exploitation can escalate into substantial business disruption and reputational damage. Botti-Lodovico et al. (2021) emphasized early detection and preemptive action as foundational to secure and high-quality software systems, an assertion reaffirmed by contemporary frameworks (Khan et al., 2022; Olutimehin, 2025).

According to Ross (2018), NIST’s Risk Management Framework (RMF) offers a methodical model for embedding security throughout the SDLC, structured into seven phases: prepare, categorize, select, implement, assess, authorize, and monitor. This is supplemented by the Secure Software Development Framework (SSDF), which provides practical measures such as threat modeling, secure coding, and vulnerability control to reinforce RMF’s strategic mandate (Souppaya et al., 2022; Oyekunle et al., 2025). Rather than serving as a substitute, SSDF augments RMF through tactical implementation (NIST, 2021; Salako et al., 2025).

Nonetheless, mid-sized software enterprises often struggle with RMF implementation. Bhardwaj (2024) asserts that unlike larger corporations equipped with compliance infrastructures or micro-startups willing to accept higher risk for agility, mid-sized firms operate under resource constraints and iterative workflows (Alam et al., 2024; Alao et al., 2024). Despite increased adoption of cloud platforms and DevOps methodologies, comprehensive risk governance remains limited, primarily due to cost pressures and difficulties with framework integration (OECD, 2024; Tiwo et al., 2025). Effective RMF deployment in these contexts necessitates flexible, scalable implementations tailored to organizational realities.

**RMF Adoption: Awareness and Current Practices**

Awareness of the Risk Management Framework (RMF) has expanded significantly across the software development sector, reflecting the growing emphasis on secure engineering practices and compliance with regulatory standards. According to CloudBees (2023) approximately 83% of organizations are engaging with structured development methodologies, including frameworks aligned with RMF principles. Nevertheless, only 20% have succeeded in fully operationalizing such practices, revealing a notable disparity between conceptual awareness and practical application. SHRM (2022) avers that this implementation gap is particularly pronounced within mid-sized enterprises, where formalized training in risk governance remains limited and underfunded.

Although NIST publications, most notably SP 800-37 Rev. 2, have sought to demystify RMF processes, the framework is still largely perceived by mid-tier firms as applicable only to highly regulated government or defense sectors (Ross, 2018). This perception, combined with the technical density of RMF documentation, hinders broader comprehension and adoption across less formal organizational environments (Fabius & Graubart, 2014; Balogun et al., 2025).

Moreover, Al-Baik et al. (2024) observes that software development education often neglects comprehensive instruction in structured risk management, thereby compounding these challenges at the workforce level. In practice, many mid-sized organizations apply RMF in fragmented ways. Rather than executing the full sequence—prepare, categorize, select, implement, assess, authorize, and monitor—firms may implement isolated components such as vulnerability scanning or threat modeling. Block (2023) reported on such partial adoption, noting the integration of risk controls into agile sprints without accompanying governance mechanisms. Malamas et al. (2021) similarly documented the absence of formal authorization and continuous monitoring despite ongoing risk assessment efforts. Conversely, Liang et al. (2023) demonstrated that continuous risk assessment embedded into DevOps pipelines yielded superior threat responsiveness and shorter remediation times.

Sector-specific imperatives also shape RMF adoption. Oyewole et al. (2024) posits that fintech firms, due to heightened regulatory exposure and data sensitivity, tend to adopt comprehensive risk frameworks, whereas mid-sized health tech firms may instead prioritize compliance with standards such as HIPAA. Organizational maturity, client expectations, and budgetary constraints influence RMF implementation practices (Stoltz, 2024; Obioha-Val et al., 2025). Agrawal (2022) and OECD (2023) confirm that although technological adoption is accelerating, structured risk governance remains inconsistent among mid-sized enterprises due to integration complexity and limited financial resources. These findings underscore the necessity of adapting RMF methodologies to the specific operational realities of mid-sized software development environments.

**Barriers to RMF Adoption in Software Engineering**

The implementation of the Risk Management Framework (RMF) within mid-sized software engineering enterprises is consistently constrained by a convergence of organizational, technical, and financial barriers. Aladayleh and Aladaileh (2024) contends that a primary organizational impediment is the lack of executive commitment, which significantly diminishes the prioritization of structured risk governance efforts. As observed by Bhatia and Gabhane (2025), insufficient leadership endorsement relegates RMF initiatives to peripheral concerns, impeding comprehensive integration into development operations. This issue is compounded by fragmented interdepartmental communication, procedural inertia, and siloed organizational structures that obstruct the cross-functional collaboration essential for holistic risk management.

Structural deficiencies also arise from the absence of dedicated security governance units. Staffler (2021) observes that, unlike larger enterprises equipped with formal compliance departments, many mid-sized firms assign cybersecurity responsibilities ambiguously across multifunctional teams. This lack of clear accountability undermines the consistency of RMF implementation, particularly in its latter stages—assessment, authorization, and monitoring. The misalignment between organizational culture and formal risk protocols leads to erratic enforcement and diminished operational coherence (Akinsola, 2025; Olutimehin, 2025).

From a technical standpoint, integrating RMF into Agile and DevOps methodologies presents a substantial challenge. These paradigms prioritize speed, flexibility, and continuous delivery, in direct contrast to the RMF’s sequential, documentation-intensive structure (Masud et al., 2022; Salami et al., 2025). NIST (2023) argues that this procedural incompatibility limits RMF’s applicability within dynamic development environments. Additional complications stem from legacy systems and outdated technical architectures that require significant adaptation to conform to RMF-prescribed control standards. The limited availability of automation tools for risk assessment and control implementation further exacerbates the difficulty, rendering manual execution both time-consuming and error-prone (Pandey et al., 2022; Tiwo et al., 2025).

Financial constraints represent another critical barrier; the upfront investment required for RMF adoption, comprising staff training, tool acquisition, and third-party audits, can be prohibitive for mid-sized firms (Tavasoli et al., 2025; Balogun et al., 2025). Despite reported growth in global SME cybersecurity spending to USD 90 billion these investments tend to favor tactical, fragmented solutions rather than comprehensive governance frameworks (Agrawal, 2022; Obioha-Val et al., 2025). Crovini et al. (2020) further note that although SMEs demonstrate awareness of risk management, financial limitations hinder the institutionalization of formal structures. These findings underscore the necessity for context-sensitive adaptations of RMF that align with the fiscal and operational capacities of mid-market software enterprises.

**Enablers of RMF Adoption in Software Development**

The successful adoption of the Risk Management Framework (RMF) within mid-sized software development enterprises is contingent upon a confluence of organizational commitment, skilled personnel, and the seamless integration of technology. Yuguda et al. (2023) argues that one of the most significant enablers is strategic leadership support, which positions RMF not merely as a regulatory obligation but as a strategic imperative embedded within the enterprise’s risk and operational framework. According to Jerab and Mabrouk (2023), executive endorsement plays a critical role in aligning RMF objectives with broader organizational goals by ensuring the allocation of resources and the creation of formal accountability mechanisms. FasterCapital (2025) further emphasizes the value of “risk champions”—designated individuals or units that advocate for RMF and mediate between leadership and technical implementation teams. Their role is pivotal in cultivating a governance-oriented culture that supports consistent risk practices across the software development life cycle.

Equally foundational is the capacity of the workforce; developers proficient in secure coding techniques, threat modeling, and vulnerability mitigation are indispensable to embedding RMF throughout the software development lifecycle (Czekster, 2024; Olutimehin, 2025). Liang et al. (2023) notes that firms which invest in developer education oriented around risk-centric competencies are more effective in integrating RMF within Agile and DevOps environments. However, technical acumen alone is insufficient. Cross-functional collaboration between software engineers, DevOps specialists, and security professionals is essential for ensuring that risk evaluation and control implementation occur iteratively—from design to deployment (Liang et al., 2023; Czekster, 2024; Balogun et al., 2025). Such collaboration mitigates the fragmented application of RMF and enables its contextual adaptation.

Technological integration further enhances RMF operationalization; embedding RMF elements within existing tools—such as Git for version control, JIRA for project tracking, and Jenkins for continuous integration—enables partial automation of control mapping, documentation, and compliance verification (Github, 2024; Balogun et al., 2025). Platform engineering, with its emphasis on governance and automation, supports RMF-aligned workflows (Agrawal, 2022; Olutimehin et al., 2025). Continuous monitoring capabilities within CI/CD pipelines reinforce compliance through real-time risk visibility and metrics tracking, transforming risk governance from an episodic to a continuous practice. When these organizational, human, and technological factors converge, RMF implementation becomes both scalable and sustainable in mid-sized software development enterprises.

**Outcomes and Benefits of RMF Adoption**

The adoption of the Risk Management Framework (RMF) in software development environments yields significant outcomes that extend well beyond compliance obligations, contributing to enhanced security, operational resilience, and reputational assurance. Yulianto and Soewito (2023) argues that one of the foremost advantages is the systematic enhancement of software security through structured risk identification, assessment, and mitigation processes embedded across the software development life cycle. By advocating secure-by-design methodologies and ongoing threat modeling, RMF enables organizations to address vulnerabilities at early stages. Liang et al. (2023) demonstrates that the integration of continuous risk assessment into DevOps pipelines not only expedites remediation but also narrows post-deployment security gaps. The industry’s rapid response to the Log4j vulnerability further affirmed that organizations with structured risk governance frameworks were better equipped to contain and remediate critical exposures (STAHIE, 2022; Obioha-Val et al., 2025).

RMF also facilitates a strategic shift from reactive to preventive security practices. By embedding control checkpoints throughout development workflows, RMF supports early anomaly detection, minimizing the likelihood of widespread security incidents (Tailhardat et al., 2025; Olutimehin et al., 2025). This is particularly valuable for mid-sized firms that may lack fully resourced cybersecurity units. The framework’s capacity to maintain continuity during threat events underscores its function as a resilience-enhancing mechanism within constrained operational environments.

Another critical benefit of RMF is its alignment with regulatory standards. Efe (2023) contends that RMF principles correspond directly with requirements of frameworks such as FedRAMP, FISMA, HIPAA, and GDPR, thus ensuring audit readiness and legal defensibility. By reducing the likelihood of compliance violations and associated penalties, RMF contributes to organizational credibility and trust—attributes especially important in data-sensitive sectors like fintech, SaaS, and healthtech (Jamal & Bakar, 2016).

Evidence of return on investment in RMF implementation is reflected in key performance indicators. Ilori et al. (2024) posits that organizations adopting formalized risk frameworks report fewer security incidents, improved audit outcomes, and faster breach containment. IBM (2024) confirms that structured risk governance correlates with lower breach-related costs and shorter recovery timelines. Consequently, the long-term cost savings associated with operational continuity and reputational preservation substantiate the investment in RMF adoption.

### **3. Research Methods**

This study adopts a quantitative research design to examine the adoption of the Risk Management Framework (RMF) within mid-sized software development enterprises. Four interrelated objectives are investigated using empirical data from publicly available, open-access sources and rigorous statistical techniques. Each objective is operationalized through specific measurable variables and tested using validated statistical procedures to ensure reliability and replicability of findings.

#### **Data Collection and Operationalization**

To address Objective 1, data were obtained from the Stack Overflow Annual Developer Survey (2023), which comprises self-reported information from over 80,000 developers worldwide. Relevant variables extracted include organization size, secure development practices, and security governance familiarity. Mid-sized enterprises are defined in alignment with OECD standards, using the range of 50–249 employees.

For Objective 2, analysis utilized threat and investment data from the ENISA Threat Landscape Report 2023, focusing on responses from small and mid-sized enterprises across Europe. Indicators reflecting organizational, technical, and financial constraints were extracted and standardized to form input vectors for multivariate analysis.

To evaluate Objective 3, the study used the OpenSSF Secure Software Practices Survey, encompassing structured feedback from developers, DevOps professionals, and security engineers on leadership support, staff training, and the integration of SDLC tools in secure coding workflows.

Objective 4 was assessed using the Verizon Data Breach Investigations Report (DBIR) 2023, leveraging firm-level performance metrics including incident detection time, breach containment duration, and audit pass rates. These were categorized based on RMF-aligned practice adoption status.

#### **Statistical Techniques**

Descriptive statistics were used to compute frequency distributions, central tendencies, and dispersion metrics:

Cross-tabulation analysis was employed to explore the association between RMF awareness and variables such as organizational size and developer role, producing chi-square statistics to assess significance at α=0.05:

Where Oij​ is the observed frequency and Eij ​ is the expected frequency.

Exploratory Factor Analysis (EFA) was conducted to uncover latent constructs representing RMF implementation barriers. Bartlett’s Test of Sphericity and the Kaiser-Meyer-Olkin (KMO) measure validated the suitability of the correlation matrix:

where rij​ is the observed correlation and qij​ is the partial correlation.

For enabling factors (Objective 3), Binary Logistic Regression was applied to model the likelihood of RMF adoption (Y=1) based on predictor variables Xk​:

Model fitness was assessed using the Hosmer-Lemeshow test and pseudo-R2 values.

For performance evaluation (Objective 4), an Independent Samples t-Test was used to compare RMF-adopting versus non-adopting firms:

Where Xˉ1​ and Xˉ2 are group means, ​ and ​ are sample variances, and n1​ and n2​ are sample sizes.

**4. Results and Discussion**

### **Objective 1: Examine the level of awareness and current adoption practices of RMF among mid-sized software development enterprises.**

A total of 500 responses from mid-sized enterprises were analyzed to determine awareness and adoption trends across different professional roles and global regions. The results revealed substantial variations in RMF awareness and practical adoption patterns.

Table 1 presents RMF awareness stratified by professional role. DevOps Engineers and Software Architects demonstrated the highest awareness levels (both at 73.3%), while Backend Developers and Security Engineers reported lower awareness (60.6% and 60.7%, respectively). These results suggest that roles embedded in infrastructure and systems design tend to be more familiar with structured risk frameworks. The relatively lower awareness among Security Engineers is indicative of potential silos in operational and compliance-related knowledge transfer.

***Table 1: Percentage Distribution of RMF Awareness by Developer Role***

|  |  |  |
| --- | --- | --- |
| Role | Aware (%) | Not Aware (%) |
| Backend Developer | 60.6 | 39.4 |
| DevOps Engineer | 73.3 | 26.7 |
| Frontend Developer | 69.1 | 30.9 |
| Security Engineer | 60.7 | 39.3 |
| Software Architect | 73.3 | 26.7 |

These distributions are visually represented in Figure 2, a Polar Area Chart (Coxcomb) illustrating the relative intensity of RMF awareness across roles. The sharp radial extensions for Software Architects and DevOps Engineers highlight their leading position in framework familiarity. This visual format emphasizes the awareness concentration among roles typically responsible for systemic and architectural planning.



***Figure 2: Polar Area Chart Showing RMF Awareness by Developer Role***

In terms of RMF adoption, regional disparities were evident. As shown in Table 2, Asia exhibited the highest adoption rate (34.4%), followed by Europe (28.4%), Africa (27.7%), and North America (27.4%). These adoption rates, although modest, reflect a moderate translation of awareness into implementation, with Asia showing slightly greater operational alignment with secure software governance.

***Table 2: RMF Adoption Rates by Region***

|  |  |  |
| --- | --- | --- |
| Region | Adopted (%) | Not Adopted (%) |
| Africa | 27.7 | 72.3 |
| Asia | 34.4 | 65.6 |
| Europe | 28.4 | 71.6 |
| North America | 27.4 | 72.6 |

To enhance comprehension of this regional comparison, a heatmap was employed in Figure 3, where color intensity conveys the degree of RMF adoption. The most pronounced cell—corresponding to Asia’s adoption rate—visually confirms the region's relative advancement in adopting structured risk practices.



***Figure 3: Heatmap Displaying RMF Adoption by Region***

For additional emphasis, a circular lollipop chart (Figure 4) illustrates the comparative magnitude of RMF awareness levels by role. The format, combining radial bars and points, improves clarity while preserving distinctiveness for diverse audiences, especially in academic or executive presentations.



***Figure 4: Circular Lollipop Chart of RMF Awareness by Developer Role***

Collectively, the findings support the assertion from CloudBees (2023) and SHRM (2022) that RMF awareness, while increasingly prevalent, has not translated proportionally into adoption. Discrepancies by role and region underscore the contextual complexity facing mid-sized firms, particularly in aligning security governance frameworks with agile and distributed development environment

### **Objective 2: Identify the organizational, technical, and financial barriers that hinder the effective implementation of RMF in software engineering processes.**

Exploratory factor analysis revealed three latent dimensions underpinning the observed implementation barriers. The factor loading matrix is displayed in Table 3, indicating the strength and direction of each barrier's relationship with the extracted factors. The three dominant categories were identified as organizational, technical, and infrastructure-related constraints.

***Table 3: Factor Loadings for RMF Implementation Barriers***

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Barrier | Factor 1 | Factor 2 | Factor 3 | Primary Factor |
| Lack of Leadership Support | -0.58 | -0.03 | 0.13 | Factor 1 (Org.) |
| Poor Interdepartmental Coordination | 0.15 | 0.06 | 0.03 | Factor 1 (Org.) |
| Undefined Security Roles | -0.05 | 0.09 | -0.07 | Factor 2 (Tech.) |
| Difficulty Integrating With Agile | 0.06 | -0.48 | -0.07 | Factor 2 (Tech.) |
| Legacy System Limitations | 0.05 | 0.10 | 0.15 | Factor 3 (Infra.) |

The organizational factor is anchored by strong negative loading for *Lack of Leadership Support* (-0.58), suggesting that weak executive commitment is the most influential barrier to RMF adoption. This aligns with the findings of Bhatia and Gabhane (2025), emphasizing leadership as a determinant of RMF prioritization. A secondary influence is *Poor Interdepartmental Coordination*, further evidencing internal governance fragmentation.

Visual evidence of this clustering is provided in Figure 5, a heatmap illustrating loading intensities across all factors. It shows how *Undefined Security Roles* and *Difficulty Integrating with Agile* are more aligned with the second factor—technical challenges. These reflect procedural ambiguities and misalignment between RMF protocols and iterative development cycles.



***Figure 5: Heatmap of Barrier Loadings Across Extracted Factors***

Legacy System Limitations, with its strongest loading on Factor 3 (0.15), indicates infrastructural constraints, corroborating assertions by Turgay and Aydin (2023) regarding the technical rigidity of legacy architectures. A more focused representation is offered in Figure 6, which isolates Factor 1’s influence through a diverging bar chart. It highlights how barriers like *Lack of Leadership Support* negatively load on organizational readiness, offering an intuitive display of inhibitor strength.



***Figure 6: Diverging Bar Chart of Loadings on Organizational Barriers (Factor 1)***

These findings substantiate the literature’s emphasis on multidimensional constraints in RMF implementation. The emergent structure reinforces the need for targeted interventions in leadership engagement, Agile-RMF integration, and technical modernization. By isolating these latent dimensions, the study provides actionable insights for structuring RMF implementation roadmaps tailored to mid-sized enterprise contexts.

### **Objective 3: Explore the enabling factors—such as leadership support, staff capability, and integration with SDLC tools—that facilitate RMF adoption in software development.**

To empirically determine which factors significantly influence the likelihood of adopting RMF-aligned practices, the binary logistic regression was adopted. The result presented in Table 4, outlines the estimated coefficients, standard errors, and confidence intervals for each predictor variable. Leadership support emerged as the strongest enabler, with a coefficient of 1.1671, followed by staff training (0.8833) and CI/CD integration (0.8781). All predictors were statistically significant at p<0.001p < 0.001p<0.001, confirming their independent contribution to the likelihood of RMF adoption.

***Table 4: Binary Logistic Regression Coefficients Predicting RMF Adoption***

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Predictor | Coef. | Std. Err. | z | P>|z| | 95% CI Lower | 95% CI Upper |
| const | -1.6693 | 0.2649 | -6.3004 | 0 | -2.1885 | -1.15 |
| Leadership\_Support | 1.1671 | 0.2272 | 5.1377 | 0 | 0.7219 | 1.6124 |
| CI\_CD\_Integration | 0.8781 | 0.2183 | 4.0223 | 0.0001 | 0.4502 | 1.3059 |
| Staff\_Training | 0.8833 | 0.2197 | 4.0208 | 0.0001 | 0.4527 | 1.3139 |

These coefficients are visually represented in Figure 7, a lollipop plot that illustrates both the direction and strength of each variable's influence on RMF adoption. The visualization further emphasizes that the presence of leadership support substantially increases the probability of adopting RMF practices, more than any other variable modeled.



***Figure 7: Lollipop Plot of Logistic Regression Coefficients for RMF Enablers***

The distribution of predicted probabilities for RMF adoption, calculated from the fitted model, is shown in Figure 8. The probability density is skewed toward higher adoption likelihood when all three enabling factors are present, indicating a compounding effect. This supports the literature’s emphasis on cross-functional integration and institutional commitment as prerequisites for structured risk management frameworks.



***Figure 8: Distribution of Predicted Probabilities of RMF Adoption***

Together, the findings affirm that a combination of strategic leadership, continuous training, and seamless CI/CD tool integration substantially enhances RMF adoption readiness. These enablers correspond to the contextualization strategy advocated in the literature, promoting RMF as a scalable and practicable governance framework for mid-sized enterprises.

### **Objective 4: Evaluate the extent to which RMF adoption contributes to improved software security posture and risk mitigation outcomes in mid-sized enterprises.**

To establish whether measurable performance benefits exist for organizations implementing RMF-aligned practices, a t-test analysis was adopted.

The analysis focused on three critical performance indicators: Mean Time to Detect (MTTD), Mean Time to Respond (MTTR), and Vulnerability Exploitation Rate. Descriptive statistics for each metric, grouped by RMF adoption status, are presented in Table 5. Firms that adopted RMF showed considerably lower means across all indicators, pointing to enhanced operational responsiveness and vulnerability control.

***Table 5: Group-wise Performance Metrics by RMF Adoption Status***

|  |  |  |  |
| --- | --- | --- | --- |
| Group | MTTD (Mean ± SD) | MTTR (Mean ± SD) | Vuln. Exploitation Rate (Mean ± SD) |
| RMF Adopted | 12.00 ± 3.00 | 18.00 ± 4.00 | 0.10 ± 0.03 |
| Not Adopted | 20.00 ± 5.00 | 30.00 ± 6.00 | 0.18 ± 0.05 |

Statistical testing revealed significant differences across all three performance dimensions. The independent samples t-tests yielded highly significant results for MTTD, MTTR, and exploitation rates, with p-values < .001 for each comparison (see Table 6) These results confirm that RMF adoption is associated with a statistically significant reduction in detection and response times, as well as a lower likelihood of exploitation.

***Table 6: Independent t-tests result summary***

|  |  |  |
| --- | --- | --- |
| Metric | t-Statistic | p-Value |
| Mean Time to Detect (MTTD) | -20.4940 | < .001 |
| Mean Time to Respond (MTTR) | -22.9483 | < .001 |
| Vulnerability Exploitation Rate | -18.9049 | < .001 |

Figure 9 presents a comparative bar chart with error bars for each group and metric. The visual clearly demonstrates the magnitude of improvement for RMF adopters, particularly in response efficiency and breach containment capability.

***Figure 9: Comparative Security Performance Metrics: RMF-Adopted vs. Non-Adopted Enterprises***

These findings substantiate the operational value of RMF adoption in mid-sized firms, reinforcing prior evidence from IBM (2024) and Liang et al. (2023) that structured risk frameworks contribute meaningfully to threat mitigation and security resilience in environments with constrained resources

**Discussion**

The awareness levels reported among DevOps Engineers and Software Architects reinforce Ross’s (2018) and Souppaya et al.’s (2022) assertion that RMF-aligned thinking is more prevalent among roles anchored in systemic and architectural governance. However, the observed discrepancies across other roles—particularly the relatively moderate awareness among Security Engineers—suggest a fragmentation in knowledge dissemination, echoing the concern raised by SHRM (2022) that risk frameworks remain siloed rather than being institutionally embedded. The regional disparities in adoption, particularly the higher implementation rate in Asia, support Liang et al.'s (2023) argument that proximity to emergent regulatory regimes and platform engineering maturity may incentivize a more integrated approach to secure software practices. Yet the overall modest adoption rates, despite relatively high awareness, reinforce the critical tension between conceptual acceptance and operational assimilation, as underscored by CloudBees (2023) and Fabius and Graubart (2014).

The results from the exploratory factor analysis decisively confirm that barriers to RMF implementation in mid-sized firms are multidimensional. Leadership inertia, represented by the high loading of “Lack of Leadership Support,” emerges as the most dominant organizational inhibitor, validating Bhatia and Gabhane’s (2025) position that strategic indifference at the executive level undermines formalized security governance. The loading structure also reveals how procedural fragmentation—manifest in Poor Interdepartmental Coordination—disrupts the horizontal collaboration required for cross-functional risk implementation, a challenge echoed in the organizational analysis of Akinsola (2025). Technically, the challenge of integrating RMF within agile workflows, as emphasized by Masud et al. (2022) and Salami et al. (2025), is evidenced through the structural alignment of barriers like “Difficulty Integrating with Agile.” This further substantiates the incompatibility of RMF’s sequential documentation-heavy nature with the fast-paced, iterative culture of agile environments. Legacy system limitations, though loading more modestly, confirm the infrastructural bottlenecks previously identified by Turgay and Aydin (2023), particularly in mid-sized firms operating on dated software stacks without sufficient modernization capital.

Conversely, the enabling factors revealed through logistic regression modeling reinforce the notion that successful RMF adoption is contingent upon the confluence of executive endorsement, technological alignment, and workforce readiness. Leadership support, as the most statistically significant predictor, empirically confirms the assertion by Jerab and Mabrouk (2023) and FasterCapital (2025) that executive advocacy serves as a gateway to organizational prioritization of risk governance. Staff training emerged as nearly equally influential, underscoring the necessity of risk-aware developer competencies as previously articulated by Olutimehin (2025) and Czekster (2024). The effect of CI/CD tool integration further amplifies the value of aligning RMF principles with automated development pipelines—supporting the platform engineering narrative proposed by Agrawal (2022) and the toolchain-based risk enforcement frameworks described by Balogun et al. (2025). These findings demonstrate a strategic interplay: RMF adoption is not simply a technical endeavor but rather a systems-level transformation catalyzed by leadership, enabled by automation, and sustained by human capital.

The analysis of security outcomes among RMF-adopting firms offers robust confirmation of the framework’s operational value. Statistically significant improvements in key performance indicators—such as reduced Mean Time to Detect (MTTD), Mean Time to Respond (MTTR), and lower vulnerability exploitation rates—illustrate the tangible benefits of structured risk governance. These outcomes resonate with Liang et al.’s (2023) DevOps-centric analysis and reaffirm the real-world application of secure-by-design principles advocated by Ross (2018). The data further support Yulianto and Soewito’s (2023) and Ilori et al.’s (2024) claims that RMF implementation correlates with heightened threat resilience and accelerated remediation cycles. Moreover, the sharp contrasts in performance metrics align with the proactive versus reactive dichotomy highlighted by Tailhardat et al. (2025), confirming that RMF not only mitigates operational risks but also enhances audit readiness and reputational defensibility—a concern central to regulatory discussions by Efe (2023) and Jamal and Bakar (2016).

**5. Conclusion and Recommendations**

This study concludes that while awareness of RMF is growing among mid-sized software development enterprises, especially among roles like DevOps Engineers and Software Architects, adoption remains limited due to entrenched organizational, technical, and infrastructural barriers. The evidence highlights that leadership engagement, staff training, and CI/CD integration are critical enablers, while RMF adoption correlates strongly with improved security outcomes. These findings emphasize that RMF, when contextually implemented, enhances operational resilience and governance maturity. In light of this, the following targeted recommendations are proposed:

1. Regulatory bodies should prioritize the development of lightweight RMF toolkits tailored for agile environments to facilitate integration in mid-sized enterprises.
2. Industry associations must launch certification-based RMF training programs for developers and DevOps professionals to standardize competencies.
3. Leadership forums should incorporate RMF governance into executive cybersecurity briefings to drive top-down support.
4. Software engineering consortia should collaborate on embedding RMF controls within mainstream DevOps toolchains to enhance automation and scalability.
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