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	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This paper is describing the significance of the scientific community achievements because of the multilevel clustering framework for automated threat. The multi class framework developed by integrating K-means, Hierarchical and Fuzzy C-means clustering techniques. These framework address key limitations of traditional models for example- poor adaptability, scalability and robustness to noise. Mentioned frameworks’ accomplishments, particularly in high-stakes section mentioned finance and critical infrastructure, establishes it as a robust tool for enhancing cyber threat detection and resilience on a broader scale. 

	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	The title of the paper is “Cybersecurity Risk Stratification Framework Using Multilevel Clustering: An Automated Threat Attribution and Categorization Approach for Cross-Industry Cybersecurity” – the title of this paper is more comprehensive and indicated the main them of the research work. This paper focuses on multilevel clustering, automation, cross-industry applicability and risk satisfaction. In the title section all of these aspects are mentioned properly. From my understanding the title is suitable with the research work. 
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	This abstract follows the structural status of the research work. The purpose of the research work mentioned clear along with the method is well-defined this abstract also includes quantitative results like classification accuracy, robustness to noise. Moreover, industry specific practical insights are provided with appropriate recommendation. In the suggestions the concept of “Generalized Attack patterns” should be cleared and explained. Provide more explanation of the framework’s uniqueness is appreciated. 
	

	Is the manuscript scientifically, correct? Please write here.
	The manuscript is scientifically sound following proper research methodology, this applies appropriate clustering algorithms and support claims with detailed quantitative analysis. 
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The reference section of this manuscript took the time range from 2023 to 2025 which mean most recent incidents and other’s research work are covered. The citated works shows most relevance in terms of clustering technique in cyber security, cross-industry cyber threat analysis, MITRE ATT&CK framework. However, some suggestions 
1. Shone, N., Ngoc, T. N., Phai, V. D., & Shi, Q. (2018). A Deep Learning Approach to Network Intrusion Detection. IEEE Transactions on Emerging Topics in Computational Intelligence, 2(1), 41–50.

This is not a brand-new work this is for foundational groundwork on deep learning based anomaly detection. 


2. Sarker, I. H. (2022). Cybersecurity data science: an overview from machine learning perspective. Journal of Big Data, 9(1), 1-29.

This paper provides a broad and current overview from machine learning perspective.



3. Jiong Zhang, Zulkernine, M., & Haque, A. (2008). Random-Forests-Based Network Intrusion Detection Systems. IEEE Transactions on Systems, Man, and Cybernetics, Part c (Applications and Reviews), 38(5), 649–659. https://doi.org/10.1109/tsmcc.2008.923876


This paper can be used if author decide in compering traditional ML with unsupervised methods.


	

	Is the language/English quality of the article suitable for scholarly communications?


	This manuscript has appropriate for academic disclosure. This paper’s language is clear, follow appropriate explanatory structure of technical topics this paper exhibits a concise description of academic English. However, there are some room for improvements where long sentences can segmented to make it easy to understand. 
	

	Optional/General comments


	Overall this manuscript shows an uniqueness of multi clustering and cross-industry cybersecurity framework strategies. 
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