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	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	The research advances IoT security through the development of a scalable mutual authentication protocol which suits resource-limited smart home devices and maintains lightweight operations. The proposed EC-MAP protocol utilizes elliptic curve cryptography (ECC) and HMAC-SHA256 to create a secure yet energy-efficient solution necessary for IoT-cloud deployments. The work provides a formally verified solution that addresses a critical gap in the literature by reducing authentication latency and communication overhead while ensuring adherence to modern IoT security standards. This contribution presents a practical framework that academic researchers and industry practitioners can implement to achieve secure, low-power communications as IoT ecosystems spread worldwide.
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	Yes, it is.
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	Yes, the abstract of the article is mainly comprehensive and well-written. It communicates the problem, solution, methodology, and results, which is ideal for a technical research audience
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	Yes, it is.
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	Is the language/English quality of the article suitable for scholarly communications?


	Yes, language is good enough
	

	Optional/General comments


	This paper delivers a robust technical solution that addresses secure mutual authentication as a vital issue for resource-limited devices operating in IoT-cloud settings. The EC-MAP protocol achieves a well-calibrated mix of security capabilities with performance efficiency which positions it as an excellent choice for smart home implementations. Through formal verification along with simulation-based evaluation and comparative analysis the authors validate their claims which enhances the credibility of their manuscript. The research exhibits commendable quality although some small improvements could make the abstract conclusion stronger and extend the reference list for better completeness. The paper is suitable for publication after implementing some minor corrections.
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