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	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript addresses a critical and timely issue—the vulnerability of current blockchain cryptographic protocols to quantum computing threats, especially in financial systems. With increasing reliance on blockchain for financial data governance, the study provides valuable insights into the urgency of transitioning to post-quantum cryptographic solutions. It offers an in-depth evaluation of cryptographic benchmarks, regulatory frameworks, and institutional readiness using credible datasets. The paper contributes significantly to the scientific community by bridging the gap between theoretical quantum risks and practical financial implementations.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)
	Yes, the title "Quantum-Resistant Blockchain Architectures for Securing Financial Data Governance against Next-Generation Cyber Threats" is appropriate, clear, and accurately reflects the content of the manuscript.
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.
	The abstract is comprehensive, summarizing the research objectives, methodology, datasets, key findings, and recommendations effectively. However, consider briefly highlighting the significance of the results (such as quantum decryption time and adoption rates) to reinforce the urgency of the issue.
	

	Is the manuscript scientifically, correct? Please write here.
	The manuscript is scientifically sound and well-structured. It accurately presents cryptographic models, empirical results, and policy recommendations. The use of quantitative data, mathematical models, and visual charts to support findings enhances its credibility. No major scientific errors were observed.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	Yes, the references are current and relevant, with citations from 2019 to 2025, including NIST, NSA, BIS, and recent academic journals. If possible, the authors could include more real-world case studies from financial institutions that are already piloting PQC models.
	

	Is the language/English quality of the article suitable for scholarly communications?


	The manuscript is written in scholarly English suitable for academic communication. Minor edits could improve clarity in some technical sections, but overall, the language is professional and well-articulated.
	

	Optional/General comments


	 Figures and tables are well-labeled and relevant.

 The conclusions and recommendations are supported by data.

 Consider including a limitation section or future work directions to enhance transparency.
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