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	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.
	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.
	This manuscript contributes to the scientific community by presenting a deep learning-based solution for detecting brute force attacks, a common cybersecurity threat. The study emphasizes the effectiveness of CNNs in handling class imbalances and improving detection accuracy, offering a significant advancement in intrusion detection systems.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	The title is suitable but can be more specific. A suggested alternative is:
"Brute Force Attack Detection in Network Traffic Using Convolutional Neural Networks and SMOTE.
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.
	The abstract is comprehensive but could be clearer by briefly mentioning the dataset (NF-UQ-NIDS) and performance metrics. Adding a mention of future improvements (hybrid models, explainable AI) would enhance its completeness.
	

	Is the manuscript scientifically, correct? Please write here.
	The manuscript is scientifically accurate, employing appropriate methods like CNNs and SMOTE for class imbalance. The results are solid and well-supported by comparisons to previous work.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The references are current and sufficient. However, additional studies on real-world deployment challenges and explainable AI integration would strengthen the manuscript.
	

	Is the language/English quality of the article suitable for scholarly communications?
	The language is suitable for scholarly communication. Minor adjustments for readability and clarity could improve accessibility for a broader audience.
	

	Optional/General comments


	This manuscript is a valuable contribution to the field of network security. The approach of using CNNs, combined with SMOTE for handling class imbalance, is highly promising. Future work could explore deploying the model in real-world network environments and investigating the practical limitations and trade-offs when scaling the model for larger datasets. Additionally, further experimentation with hybrid models could reveal even better results in detecting various types of cyber-attacks.
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