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	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript addresses a highly relevant and timely topic at the intersection of financial cybersecurity and cloud engineering. As financial institutions increasingly adopt cloud technologies, understanding the unique threats, mitigation strategies, and compliance requirements is essential. The study offers a structured and comprehensive literature-based synthesis of recent trends, tools, frameworks, and regulatory challenges. It provides valuable insights for both academia and industry by highlighting the role of secure cloud engineering practices such as DevSecOps, AI integration, and multi-cloud governance in safeguarding financial data. The review also identifies gaps in empirical validation and human-factor considerations, offering a sound basis for future research.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	"Cloud Engineering for Financial Cybersecurity: A Systematic Review of Threats, Mitigation Strategies, and Compliance Frameworks"
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	The abstract is generally comprehensive and clearly states the aims, methodology, results, and conclusion. However, I suggest the following improvements:

· Remove minor redundancy in phrases like "safe evolution."

· Explicitly mention the number of reviewed articles and the nature of the sources.

· Consider adding 1–2 key findings or conclusions to improve the informativeness of the abstract.
	

	Is the manuscript scientifically, correct? Please write here.
	Yes, the manuscript is scientifically correct. The methodology for the literature review is clearly defined, and the selection criteria are appropriate. The synthesis of case studies and frameworks is systematic and well-cited. The use of diverse references ensures balanced coverage of threats and solutions. However, while the conceptual depth is strong, the lack of empirical analysis is a noted limitation, which the authors have acknowledged appropriately.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	References are sufficient and mostly recent (2021–2024), covering a wide array of scholarly and technical sources. They support the arguments effectively.
	

	Is the language/English quality of the article suitable for scholarly communications?


	The language is mostly suitable for scholarly communication. The manuscript is readable and professionally written, though some sections would benefit from light copyediting.
	

	Optional/General comments


	This manuscript is a valuable and timely contribution to the literature on financial cybersecurity, especially in the context of rapidly evolving cloud technologies. The systematic review structure is commendable, and the discussion on regulatory compliance across different regions adds depth to the work. I appreciate the effort to incorporate both technical and organizational perspectives, including tools like DevSecOps, AI-based detection, and governance models.

However, the manuscript could be further improved by:

· Enhancing clarity and conciseness in certain sections.

· Including a visual summary or diagram to represent the interconnections between threats, mitigation strategies, and regulatory standards.
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