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	PART  1: Comments



	
	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript provides a valuable contribution to the field of biometric authentication in Android by integrating AI-driven solutions. The research addresses current security vulnerabilities, explores AI-based enhancements, and evaluates their effectiveness using key performance metrics such as FAR and FRR. Given the rising security concerns in mobile authentication, this study is highly relevant to both academia and industry.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	✔ The title is appropriate and reflects the study’s focus.
❌ However, to make it more precise, consider modifying it slightly:
Suggested Title: "Enhancing Android Security with AI-Driven Biometric Authentication"
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	✔ The abstract effectively summarizes the aims, methodology, findings, and conclusions.
❌ However, it could be improved by clearly stating the main findings numerically (e.g., “FAR reduced by 15–20%”).
✔ The conclusion of the abstract properly emphasizes the trade-offs of AI integration
	

	Is the manuscript scientifically, correct? Please write here.
	✔ The paper is scientifically robust and correctly structured.
✔ The methodology is well-defined, including AI tools like ML Kit, TensorFlow Lite, and OpenCV.
✔ The results are logically derived from experiments and analysis.
❌ Areas for Improvement:
· Explain the security risks associated with AI-enhanced biometric authentication in more detail.

· Discuss computational overhead and energy efficiency in mobile applications more comprehensively.


	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	✔ The references are recent and relevant, covering well-known research in biometric authentication and AI.
❌ Suggested Improvements:
· Include more recent studies (post-2022) on deepfake resistance and adversarial attacks on AI-based biometric systems.


	

	Is the language/English quality of the article suitable for scholarly communications?


	✔ The manuscript is well-written with proper academic language.
❌ Minor grammatical improvements can be made, such as avoiding redundancy in some sentences.
	

	Optional/General comments


	✔ The discussion effectively highlights the trade-off between security and processing time.
❌ Adding a table comparing standard biometric authentication vs. AI-enhanced authentication would help clarify the advantages numerically.
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	Author’s comment (if agreed with reviewer, correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Are there ethical issues in this manuscript? 


	(If yes, Kindly please write down the ethical issues here in details)
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