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	PART  1: Comments


	
	Reviewer’s comment
Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.

	The article provides empirical evidence-based knowledge in examining the intricate relationship between personality traits and cybercrime awareness as mediated by socio-demographic factors from 50 studies. From a multidisciplinary framework, the article offers insights into the interrelationship impact of individual characteristics on cyber-risk behaviours and susceptibility. Based on the systematic outcome of the review, it is a wake-up call to the scientific community to develop targeted interventions that can prevent cybercrime vulnerability. However, the background to the review is too scanty.

	

	Is the title of the article suitable?
(If not please suggest an alternative title)

	This title is appropriate 

	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.

	The abstract is well-structured and comprehensive. However, the author(s) should include the years covered in the trend analysis and differences noticed in the years, if there are. It is also necessary to mention or list briefly specific personality traits that were considered and a statement of contribution to the field
	

	Is the manuscript scientifically, correct? Please write here.
	The article is scientifically sound, showing a comprehensive approach, but misses some aspects of the scientific integrity of a systematic review. In other words, there are methodological limitations, such as a detailed explanation of the systematic review protocol, no information about exclusion/inclusion for the 50 studies reviewed, and how the studies were selected and evaluated. Also, no research question guides the direction or aim of the review. Statistically, the trend data and percentages presented appear somewhat arbitrary, and the review does not explain how the percentages were derived.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The author(s) may include policy studies on cybersecurity, cross-cultural studies on personality and digital behavior, and neuropsychological studies related to cyber-risk perception.

	

	Is the language/English quality of the article suitable for scholarly communications?

	The manuscript is clearly and coherently written. 

	

	Optional/General comments

	The manuscript makes a substantial academic contribution by providing a detailed analysis of the intricate link between personality traits and cybercrime awareness. The manuscript is a valuable resource for researchers and practitioners in cybersecurity, psychology, and related fields because of its multidisciplinary approach. However, the manuscript needs some adjustments in the abstract and methodology sections, as stated in the comments.
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	Author’s comment (if agreed with the reviewer, correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Are there ethical issues in this manuscript? 

	(If yes, Kindly please write down the ethical issues here in detail) 
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