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Abstract
Cybersecurity governance is increasingly recognized as a cornerstone of national security, especially in protecting critical infrastructure sectors such as energy, healthcare, finance, telecommunications, and transportation. This study investigates how governance frameworks, IT auditing, and risk management practices collectively reduce cyber threats and enhance the resilience of essential services. Using data from CISA, GAO audit reports, Verizon DBIR, and the World Economic Forum, the study assesses governance effectiveness through a combination of statistical techniques, including regression analysis, survival modeling, and data reduction methods. Findings reveal that organizations adopting both the NIST Cybersecurity Framework and ISO 27001 report a 75.8% reduction in cyber exploits, while IT audits lead to a 38–45% decrease in identified vulnerabilities. Additionally, proactive risk management strategies significantly delay the occurrence of cyber incidents, extending the average time to breach by over 260 days. These results underscore the critical importance of structured cybersecurity governance in minimizing threats and ensuring the continuity of national infrastructure. However, the study also highlights several implementation challenges, including regulatory inconsistencies, budget constraints, and a shortage of skilled cybersecurity professionals. These obstacles vary by region and sector, with under-resourced public institutions and developing economies facing the most significant barriers to effective governance. Recommendations include regulatory harmonization, mandating regular cybersecurity audits, and increasing investments in cybersecurity training and threat intelligence particularly in regions with fragmented oversight. The study offers valuable guidance for policymakers, regulators, and industry leaders seeking to strengthen national resilience in an evolving cyber threat landscape.
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[bookmark: _hdubtjo471sw]1.	Introduction
The increasing dependence on interconnected digital infrastructures has heightened the significance of cybersecurity governance in national security. Cybersecurity governance encompasses policies, standards, management structures, and compliance frameworks designed to enforce strict cybersecurity measures within critical sectors. The interconnected nature of modern digital systems necessitates comprehensive governance frameworks to mitigate risks effectively and ensure the protection of essential services.
According to AlDaajeh and Alrabaee (2024), cybersecurity governance plays a crucial role in safeguarding key sectors such as energy, healthcare, finance, telecommunications, and transportation, all of which are frequent targets of sophisticated cyber threats. Effective governance establishes a secure digital environment, safeguards sensitive information, ensures the continuity of critical services, and upholds economic stability. Conversely, inadequate cybersecurity governance exposes national infrastructure to severe risks, as demonstrated by the 2021 Colonial Pipeline ransomware attack in the United States, which severely disrupted fuel distribution and prompted regulatory interventions by the Transportation Security Administration (TSA) (Easterly & Fanning, 2023). Such incidents highlight vulnerabilities in critical infrastructure, necessitating the enforcement of stronger cybersecurity measures and compliance frameworks by institutions such as the Cybersecurity and Infrastructure Security Agency (CISA).
Similarly, cybersecurity deficiencies in the United Kingdom were underscored by the National Audit Office’s review of 58 critical government IT systems, which revealed vulnerabilities stemming from outdated legacy technologies and insufficient resource allocation (National Audit Office, 2025). Recent cyberattacks on the British Library and the National Health Service (NHS) further emphasize the urgent need for enhanced cybersecurity governance reinforced by rigorous IT auditing (British Library, 2024). According to Itani et al. (2024), IT auditing is an indispensable component of cybersecurity governance, systematically identifying security vulnerabilities, ensuring compliance with established standards, and strengthening overall cyber resilience. The necessity of thorough IT audits was demonstrated by the U.S. Environmental Protection Agency’s identification of critical cybersecurity vulnerabilities in drinking water systems, which affected approximately 193 million individuals (U.S. Government Accountability Office, 2025). Additionally, the unauthorized access incident at an Australian hospital in early 2024, resulting from inadequate enforcement of multi-factor authentication, reinforces the importance of preemptive IT audits in identifying and mitigating security weaknesses (Courty & Atkin, 2024).
Risk management is another fundamental aspect of cybersecurity governance, complementing IT auditing by systematically assessing and mitigating potential cyber threats. Organizations that fail to meet cybersecurity compliance standards experience a significantly higher rate of security breaches, underscoring the critical role of proactive risk management. Delima (2024) posits that compliance with cybersecurity standards is directly correlated with reduced cyberattack incidents, as Thales group findings indicate that organizations failing cybersecurity audits reported a 47% breach rate, compared to only 17% among compliant entities. These statistics emphasize the necessity of robust risk management strategies to protect national infrastructure. Figure 1 presents a summarized visualization of notable cybersecurity incidents and statistical evidence from 2021 to 2024. This graph underscores the magnitude and severity of cybersecurity vulnerabilities affecting critical infrastructure globally. It highlights the critical role that effective cybersecurity governance—including rigorous IT auditing and proactive risk management—plays in significantly reducing incident rates, financial losses, and the number of people exposed to cyber threats.
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Fig 1- Cybersecurity incidents and statistical evidence from 2021 to 2024 
The financial consequences of cybersecurity breaches further highlight the urgency of strong governance measures. The U.S. Department of the Treasury reported a substantial increase in ransomware-related financial losses, with approximately $886 million in damages recorded in 2021—an alarming 68% rise from the previous year (United States Government Accountability Office, 2024). Similarly, the FBI documented 870 ransomware attacks in 2022, primarily targeting manufacturing, energy, healthcare, and transportation sectors, reinforcing the significant economic and operational risks cyber threats pose to national security (Kapko, 2023).
Recognizing cybersecurity governance as a national security priority, governments and regulatory bodies worldwide have adopted internationally recognized standards such as ISO 27001/27002 and the National Institute of Standards and Technology (NIST) Cybersecurity Framework. However, ITGovernance (2016) argues that despite the widespread adoption of these frameworks, practical implementation challenges persist. The Reserve Bank of Australia’s assessment of the Australian Securities Exchange (ASX) revealed considerable shortcomings in the management of cyber and operational risks, highlighting the persistent complexities of achieving effective cybersecurity governance within financial institutions (Reserve Bank of Australia, 2024).
Global cybersecurity trends indicate that cyber threats are increasing in sophistication, necessitating governance frameworks capable of adapting to emerging threats. Australian Signals Directorate (2024) identified phishing attacks, exploitation of publicly accessible applications, and brute-force attacks as predominant threats to Australian critical infrastructure sectors in the 2023-2024 fiscal year. Such evolving threats require governance models that incorporate continuous threat monitoring, proactive risk mitigation, and strategic cybersecurity interventions.
Despite widespread recognition of cybersecurity governance as an essential aspect of national security, significant obstacles continue to hinder its effective implementation. One of the most pressing challenges is the inconsistency of governance practices across interconnected entities. For instance, San Antonio’s city-owned utilities independently manage cybersecurity protocols, raising concerns about fragmented governance structures that may undermine comprehensive protection efforts (ARSOC, 2021). Additionally, inadequate investment and staffing within government departments, as criticized by the UK National Audit Office (NAO), present substantial barriers to the effective execution of cybersecurity governance frameworks. Overcoming these challenges requires strategic resource allocation and prioritization of cybersecurity initiatives to enhance national resilience against cyber threats.
Addressing these governance challenges necessitates a multi-faceted approach that includes rigorous IT auditing, stringent compliance enforcement, and comprehensive risk management strategies. Effective governance frameworks not only protect critical national infrastructure but also contribute directly to national security by mitigating cyber threats in an increasingly interconnected digital environment. The research aims to  investigate how cybersecurity governance contributes to enhancing national security by strengthening the resilience and protection of critical infrastructure through effective IT auditing and risk management practices, by achieving the following objectives :
1. Critically analyzes cybersecurity governance frameworks and their effectiveness in enhancing national security.

2. Assesses the role of IT auditing in identifying vulnerabilities and mitigating cybersecurity risks in critical infrastructure.
 
3. Evaluates the effectiveness of current risk management strategies in preventing cyber incidents affecting critical national infrastructure.
 
4. Identifies challenges associated with implementing cybersecurity governance measures in critical infrastructure sectors. 


2.	Literature Review 
[bookmark: _o8b8rfw0rldk]The integration of comprehensive cybersecurity governance frameworks is fundamental to national security, particularly within critical infrastructure sectors. Several widely recognized frameworks provide structured approaches to managing and mitigating cybersecurity risks, including the National Institute of Standards and Technology (NIST) Cybersecurity Framework, the ISO/IEC 27001 and 27002 standards, and the European Union’s Network Code on Cybersecurity for critical infrastructure. According to ITGovernance (2016), these frameworks offer distinct yet complementary guidance, with varying degrees of adoption and effectiveness across different sectors.
The NIST Cybersecurity Framework, introduced in 2014, employs a voluntary, risk-based approach structured around five core functions: Identify, Protect, Detect, Respond, and Recover (Alshar’e, 2023; Ajayi et al., 2025). Its adaptability has led to widespread adoption across industries, particularly in the United States. The framework’s significance was underscored by the 2021 Colonial Pipeline ransomware attack, which disrupted fuel supply chains and exposed critical vulnerabilities in the energy sector (Mittal, 2024; Balogun, 2025). In response, the Transportation Security Administration (TSA) and the Cybersecurity and Infrastructure Security Agency (CISA) issued mandatory security directives aligned with the NIST framework, requiring enhanced reporting and security measures (TSA, 2023; Kolade et al., 2025). However, concerns emerged regarding the potential exposure of sensitive cybersecurity data to governmental authorities, raising debates about regulatory oversight and data privacy (Mariam, 2024; Rébé, 2022; Obioha-Val, 2025).
Similarly, the ISO/IEC 27001 and 27002 standards focus on information security management systems (ISMS), providing internationally recognized guidelines for implementing and improving organizational cybersecurity (Akshay, 2025; Olutimehin, 2025). These standards offer a certifiable framework that enhances credibility and trust across various industries, including governmental IT infrastructure and financial institutions.  National Audit Office (2025) contends that assessments by the UK’s National Audit Office (NAO) frequently reference ISO standards, highlighting persistent cybersecurity resilience gaps in government departments. In the financial sector, the Reserve Bank of Australia’s (RBA) evaluation of the Australian Securities Exchange (ASX) revealed critical deficiencies in operational risk management, emphasizing the need for broader adoption and stricter enforcement of ISO standards to maintain financial stability (Reserve Bank of Australia, 2024).
The European Union's Network Code on Cybersecurity adopts a sector-specific approach focused on protecting critical energy infrastructure within EU member states (European Commission, 2024). Developed by the European Union Agency for Cybersecurity (ENISA), this framework establishes common minimum cybersecurity requirements for cross-border electricity flows, emphasizing harmonized risk management, monitoring, and crisis response under the NIS2 directive. However, ENISA (2024) argues that disparities in cybersecurity maturity among EU nations hinder uniform adoption, thereby limiting collective effectiveness. Despite their structured nature, these frameworks face challenges related to inconsistent implementation and inadequate sector-specific adaptation. Ali et al. (2024) posits that effective cybersecurity governance demands rigorous compliance, continuous assessment, and targeted customization to address evolving threats within critical infrastructure domains.
[bookmark: _kw4vx0gk6650]The Role and Impact of IT Auditing in Cybersecurity
Information Technology (IT) auditing is a fundamental component of cybersecurity governance, providing systematic and independent evaluations of an organization's IT infrastructure, operational procedures, and security controls. According to Itani et al. (2024), IT auditing enhances cybersecurity by identifying vulnerabilities, ensuring compliance with regulatory requirements and internal policies, and facilitating risk mitigation within critical infrastructure sectors. Established methodologies, such as ISACA’s IT Audit Framework (ITAF) and ISO/IEC 27007, serve as key standards guiding these audit processes, ensuring consistency and effectiveness in cybersecurity governance (ISACA, 2020; Balogun et al., 2025).
A primary function of IT auditing is vulnerability identification, where comprehensive assessments detect weaknesses within organizational networks and systems, enabling timely remediation (Edwards, 2024; Obioha-Val et al., 2025). Additionally, IT audits verify regulatory and policy compliance, safeguarding organizations against legal liabilities and ensuring operational integrity (Ilori et al., 2024; Olutimehin, 2025). Furthermore, Ilori et al. (2024) posits that IT auditing plays a pivotal role in risk mitigation, offering strategic recommendations that strengthen resilience against potential cyber threats.
The impact of rigorous IT auditing on critical infrastructure resilience is evident in recent cybersecurity incidents. For instance, the U.S. Environmental Protection Agency identified cybersecurity vulnerabilities in 9% of evaluated public drinking water systems, highlighting risks of potential service disruption or infrastructure compromise (Wood, 2024; Balogun et al., 2025). Similarly, the 2024 National Audit Office (NAO) report in the United Kingdom revealed significant cyber-resilience deficiencies across 58 critical government IT systems, primarily attributed to outdated legacy technologies (National Audit Office, 2025). These findings underscore the necessity of systematic IT auditing in proactively identifying and addressing security vulnerabilities.
Further emphasizing the importance of IT auditing, the 2024 cyberattack on American Water, the largest U.S. water and wastewater utility, exposed unauthorized network activities, illustrating persistent cybersecurity gaps in essential services (Kerner, 2024; Obioha-Val et al., 2025). Additionally, the unauthorized access incident involving an Australian hospital network demonstrated the critical role of IT audits in detecting deficiencies in multi-factor authentication (MFA) protocols, reinforcing the need for robust enforcement of cybersecurity measures (Courty & Atkin, 2024; Olutimehin, 2025).
Existing research establishes a direct correlation between comprehensive IT auditing practices and improved cybersecurity resilience (Slapničar et al., 2022; Malatji et al., 2021; Alao et al., 2024). According to Saeed et al. (2023), organizations with mature IT audit functions exhibit heightened capacity to identify and mitigate vulnerabilities proactively, reducing the likelihood of successful cyberattacks. Regular independent audits further enhance regulatory compliance, organizational risk awareness, and overall security posture (Al-Karaki et al., 2020; Obioha-Val et al., 2025). However, Safitra et al. (2023) contends that challenges such as resource constraints and rapidly evolving cyber threats necessitate continuous refinement of IT audit methodologies to ensure sustained cybersecurity effectiveness.
[bookmark: _422poshr3g7o]Risk Management Practices in Cybersecurity
Risk management is a fundamental component of cybersecurity governance, systematically identifying, evaluating, and mitigating cyber threats that endanger critical infrastructure and national security. According to Rofi’ah (2025), this cyclical process encompasses risk assessment, risk analysis, and strategic mitigation, ensuring organizations adopt proactive cybersecurity measures.
Risk assessment serves as the initial stage, identifying vulnerabilities and potential cyber threats within organizational information systems (Armenia et al., 2021; Gbadebo et al., 2024). Following this, risk analysis evaluates the likelihood and potential impact of identified threats, allowing organizations to prioritize mitigation efforts (Aven & Zio, 2021; Kolade et al., 2024). Based on these evaluations, organizations implement targeted mitigation strategies, including enhanced security controls, refined monitoring mechanisms, and robust incident response protocols, all of which significantly reduce cybersecurity risks (Tahmasebi, 2024; Joseph, 2024).
Leading cybersecurity frameworks, including the National Institute of Standards and Technology (NIST) Cybersecurity Framework and ISO/IEC 27001, emphasize risk-informed decision-making. Paz (2023) posits that these frameworks direct organizations to prioritize cybersecurity initiatives based on assessed threats to their operational objectives (Papachristofis et al., 2025; Mayeke et al., 2024). Specifically, ISO/IEC 27001 mandates the establishment of an Information Security Management System (ISMS) incorporating rigorous risk assessment and treatment processes, reinforcing the necessity of proactive cyber risk management (Nugraha & Nasyuha, 2024; Val et al., 2024).
Empirical research demonstrates the effectiveness of structured risk management. According to Delima (2024), organizations adhering strictly to cybersecurity compliance standards—which inherently integrate risk management—experienced significantly fewer breaches compared to non-compliant entities. Delima (2024) further established a direct correlation between compliance and reduced cybersecurity incidents, underscoring the practical benefits of systematic risk management. Additionally, the study highlighted the growing prevalence of ransomware attacks targeting critical sectors, reinforcing the need for comprehensive risk management approaches to counter evolving threats (Karim, 2024; Samuel-Okon et al., 2024).
ThoughtLab (2024) provides further insights into the financial advantages of cybersecurity investments driven by strategic risk management. According to Safitra et al. (2023), organizations that allocate resources proactively to cybersecurity initiatives substantially mitigate the financial impact of cyber incidents, strengthening their overall resilience.
Despite these strengths, Afaneh et al. (2023) contends that risk management practices face challenges, including limited resources, insufficient expertise, and inconsistent organizational commitment. Additionally, the rapidly evolving nature of cyber threats necessitates a shift from static methodologies to agile, intelligence-driven strategies capable of anticipating and addressing emerging risks (Tahmasebi, 2024; Olutimehin et al., 2025).
[bookmark: _5x0tx8wics87]Challenges and Barriers in Cybersecurity Governance Implementation
The effective implementation of cybersecurity governance within critical infrastructure sectors encounters significant challenges that undermine efforts to establish and maintain comprehensive security measures. Among the primary obstacles is inadequate resource allocation, particularly insufficient financial investment and staffing shortages. National Audit Office (2025) identified critical cyber-resilience deficiencies within government departments, attributing vulnerabilities to reliance on outdated legacy technologies and insufficient cybersecurity investments. These resource constraints expose critical infrastructure to heightened risks of exploitation by malicious actors .
In addition to financial constraints, operational and technical complexities pose further challenges to cybersecurity governance. The Reserve Bank of Australia’s (RBA) evaluation of the Australian Securities Exchange (ASX) revealed substantial shortcomings in operational risk management and technology controls. Eyers (2024) posits that the ASX’s risk culture lags behind industry standards, reflecting persistent difficulties in managing cyber risks in complex operational environments, particularly when legacy systems remain in use. These findings highlight the necessity for continuous technical audits and operational oversight to strengthen organizational resilience].
Stakeholder coordination represents another significant barrier to cybersecurity governance. The San Antonio city-owned utilities case illustrates how independent cybersecurity management, in the absence of city-wide oversight, can lead to security inconsistencies and system vulnerabilities (ARSOC, 2021). According to Hansen and Antonsen (2024), fragmented governance structures hinder comprehensive risk mitigation, emphasizing the importance of integrated security strategies to ensure consistent protection across interconnected systems.
Furthermore, systemic and organizational barriers, such as diverging regulatory compliance requirements, ineffective governance frameworks, and insufficient external collaboration, exacerbate cybersecurity challenges (Xi, 2024). A thematic analysis of cybersecurity governance literature identifies six major challenge categories: regulatory compliance, industry adaptation, resource management, stakeholder collaboration, IT infrastructure oversight, and operational governance (Katrakazas & Papastergiou, 2024; Salako et al., 2024). These findings underscore the necessity of harmonized regulatory frameworks and coordinated stakeholder engagement to enhance cybersecurity resilience.
In regions with limited technological infrastructure and lower cybersecurity awareness, such as Nigeria, these challenges become particularly acute (Ibrahim et al., 2024). Kariuki et al. (2023) contends that insufficient cybersecurity expertise, weak enforcement mechanisms, and broader socio-economic constraints further intensify vulnerabilities. Addressing these issues requires targeted capacity-building initiatives, strategic investments, and regulatory reforms. A coordinated approach involving governmental institutions, private sector stakeholders, and cybersecurity professionals remains essential to improving critical infrastructure resilience and effectively countering the persistent threats posed by cyber adversaries (Roshanaei, 2021).
[bookmark: _kyobuco82k35] Recent Cybersecurity Incidents and Lessons Learned
Recent high-profile cybersecurity incidents have exposed critical vulnerabilities in infrastructure sectors, underscoring the necessity for enhanced cybersecurity governance. According to Polite (2024), these incidents highlight governance deficiencies related to network security, vendor risk management, incident response preparedness, and regulatory enforcement.
The 2021 Colonial Pipeline ransomware attack exemplifies weaknesses in essential infrastructure protection. The attack forced a temporary shutdown of fuel distribution along the U.S. East Coast, revealing inadequate network segmentation between operational technology (OT) and information technology (IT) systems (Easterly & Fanning, 2023). Additionally, Mittal (2024) posits that deficiencies in incident response preparedness exacerbated operational disruptions. In response, the Transportation Security Administration (TSA) mandated pipeline operators to report incidents to the Cybersecurity and Infrastructure Security Agency (CISA) and reassess security protocols, reinforcing sector-wide cybersecurity standards (TSA, 2023).
Subsequent incidents further exposed systemic cybersecurity gaps. The 2024 Salt Typhoon cyberattacks, attributed to state-sponsored Chinese actors, compromised major U.S. telecommunications firms, including AT&T, Verizon, and T-Mobile, as well as the U.S. Department of the Treasury (Jaikaran, 2025). These breaches exploited well-documented vulnerabilities in network equipment and third-party software, underscoring shortcomings in vulnerability management practices and vendor risk assessment. Additionally, Tan et al. (2025) argues that prolonged undetected intrusions indicate significant deficiencies in monitoring and threat detection capabilities, emphasizing the need for comprehensive supply chain security measures and enhanced vendor risk management within cybersecurity governance.
The healthcare sector has also faced persistent cybersecurity challenges. The 2024 unauthorized access incident at an Australian hospital demonstrated vulnerabilities in multi-factor authentication (MFA) enforcement, as attackers exploited a compromised personal device to gain network access (Courty & Atkin, 2024). While  contends that patient data remained secure, the incident revealed deficiencies in bring-your-own-device (BYOD) policies and security control enforcement, stressing the necessity for rigorous IT auditing, risk management, and security awareness training to protect patient safety and continuity of care (Jasper, 2024).
Academic literature analyzing these incidents consistently identifies recurring cybersecurity governance failures, including insufficient senior management accountability, inadequate cybersecurity investment, and ineffective implementation of security controls (Jasper, 2024; Courty & Atkin, 2024; Jaikaran, 2025). According to Shandilya et al. (2024), these findings underscore the imperative for comprehensive regulatory oversight, improved incident response planning, and stronger collaboration between public and private entities. While post-incident corrective measures—such as increased cybersecurity investments, refined incident response strategies, and stricter regulatory compliance—are critical, a proactive governance framework that continuously adapts to emerging threats remains essential for safeguarding critical national infrastructure.
[bookmark: _3evsdz5imv3f]3.	Methodology
This study employs a quantitative research approach to analyze the impact of cybersecurity governance on national security by strengthening critical infrastructure through IT auditing and risk management. The research utilizes publicly available cybersecurity datasets and applies advanced statistical methodologies to derive empirical insights.
[bookmark: _35br8zve6i59]Data Sources and Analytical Techniques
[bookmark: _7i3ty0ii2n6n]Cybersecurity Governance Frameworks and Their Effectiveness
To measure the effectiveness of cybersecurity governance frameworks, the CISA Known Exploited Vulnerabilities Catalog is used, containing real-time exploited vulnerabilities across critical infrastructure sectors. A logistic regression model is applied to assess the relationship between governance framework adoption and reported security incidents.
The regression model is defined as:

Where:
· P(Y=1) is the probability of a sector experiencing a security incident,
· X1​ represents compliance with NIST/ISO 27001 frameworks,
· X2 indicates sector-specific cybersecurity funding,
· X3 accounts for previous cybersecurity breaches,
· ϵ is the error term.
A negative β1 coefficient suggests that strong cybersecurity governance frameworks reduce the likelihood of cyber incidents.
[bookmark: _mywvhg25c24j]Impact of IT Auditing on Vulnerability Mitigation
To evaluate the role of IT auditing, cybersecurity audit reports from the U.S. Government Accountability Office (GAO) are examined. The mean difference in the number of vulnerabilities before and after audits is tested using a paired t-test:

Where:
· Xˉd​ is the mean difference in vulnerabilities before and after audits,
· Sd ​ is the standard deviation of differences,
· n is the number of audited organizations.
If the test statistic t is significant (p<0.05), it indicates that IT audits effectively reduce security vulnerabilities.
[bookmark: _dvb34mx44obj]Effectiveness of Risk Management Strategies
To assess the effectiveness of risk management strategies, the Verizon Data Breach Investigations Report (DBIR) dataset is used. A Kaplan-Meier survival analysis measures the duration between risk management policy implementation and the occurrence of cybersecurity incidents. The survival function is expressed as:

Where:
· S(t) represents the probability that an organization remains cyber incident-free up to time t
· di​ is the number of incidents at time ti​,
· ni is the number of organizations at risk at time ti​.
A steeper decline in S(t) for weak risk management groups compared to strong risk management groups indicates the effectiveness of proactive security strategies.
[bookmark: _1v8v0ggeapia]Challenges in Cybersecurity Governance Implementation
To identify key barriers in cybersecurity governance, survey data from the World Economic Forum (WEF) Global Cybersecurity Outlook is analyzed using Principal Component Analysis (PCA). The standardized covariance matrix is computed as:

where C represents the covariance matrix of cybersecurity governance challenges. Eigenvalues and eigenvectors of C are computed to extract principal components, which identify the most significant obstacles in cybersecurity implementation.
4.	Results and Discussion
[bookmark: _7yjqhlnvvph9]Cybersecurity Governance Frameworks and Their Effectiveness in Enhancing National Security
Cybersecurity governance frameworks play a critical role in mitigating cyber threats that target national infrastructure. Effective governance reduces vulnerabilities and enhances national security through structured policies, compliance measures, and risk management strategies. This study evaluates the relationship between cybersecurity governance frameworks and the frequency of reported security incidents in critical infrastructure sectors. The analysis focuses on how frameworks such as NIST and ISO 27001 influence cybersecurity resilience by reducing actively exploited vulnerabilities.
The results indicate a notable variation in reported exploits based on the level of cybersecurity governance adopted by different organizations. Table 1 provides a summary of the mean number of reported exploits per governance framework. Organizations that fully implemented governance frameworks exhibited significantly lower incident rates compared to those with partial or no compliance.
[bookmark: _uox1c84fos7u]Table 1: Average Reported Cybersecurity Exploits by Governance Framework
	Governance Framework
	Mean Reported Exploits

	None
	38.4

	Partial Compliance
	29.7

	NIST
	18.2

	ISO 27001
	14.8

	Both (NIST & ISO)
	9.3


The parallel coordinates plot (Figure 2) illustrates the pattern of reported exploits across different governance frameworks. A declining trend in reported incidents is evident as organizations shift from no governance to adopting both NIST and ISO 27001 compliance measures. This trend supports the premise that structured governance directly correlates with enhanced cybersecurity resilience.
[image: ]
[bookmark: _g8f7sdb50hqw]Figure 2: Parallel Coordinates Plot Showing the Impact of Cybersecurity Governance on Reported Exploits
The radial line chart (Figure 3) further visualizes the mean reduction in reported exploits per governance framework. Organizations implementing NIST and ISO 27001 together recorded the lowest cybersecurity incidents, reinforcing the cumulative effect of adopting multiple governance frameworks.
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[bookmark: _npufbporbhyc]Figure 3: Radial Line Chart Representing Reduction in Reported Exploits Per Governance Framework
[bookmark: _bnrvdtb0yy25]A logistic regression analysis was conducted to statistically assess the effect of governance frameworks on the likelihood of experiencing high numbers of security incidents. The results (Table 2) indicate a negative relationship between governance framework adoption and reported exploits, although statistical significance varies across different frameworks.
[bookmark: _gxd2igyvlrcb]Table 2: Logistic Regression Results for Governance Framework Impact on Cybersecurity Incidents
	Variable
	Coefficient
	Standard Error
	p-Value

	Constant
	1.118
	0.376
	0.002

	Governance Score
	-0.090
	0.182
	0.620


The coefficient for Governance Score (-0.090) suggests that increasing governance compliance correlates with a lower probability of experiencing frequent cybersecurity incidents. However, the p-value (0.620) indicates that additional factors, such as implementation effectiveness and sector-specific threats, influence cybersecurity outcomes.
[bookmark: _urujlsly6jqg]Assessing the Role of IT Auditing in Identifying Vulnerabilities and Mitigating Cybersecurity Risks in Critical Infrastructure
IT auditing plays a critical role in enhancing cybersecurity resilience by systematically identifying vulnerabilities, ensuring regulatory compliance, and mitigating risks in critical infrastructure. This study evaluates the impact of IT audits on cybersecurity vulnerabilities, measuring reductions in security risks across key national sectors. The findings provide empirical evidence on the effectiveness of IT auditing as a cybersecurity governance mechanism.
The results indicate a substantial reduction in vulnerabilities following IT audits across all critical infrastructure sectors. Table 3 presents the mean number of vulnerabilities before and after IT audits, demonstrating a notable decline post-audit.
[bookmark: _q3yd84ggboli]Table 3: Mean Reported Vulnerabilities Before and After IT Audits
	Sector
	Pre-Audit Vulnerabilities
	Post-Audit Vulnerabilities
	Reduction (%)

	Energy
	124
	83
	33.1

	Healthcare
	98
	54
	44.9

	Finance
	135
	79
	41.5

	Telecommunications
	105
	68
	35.2

	Transportation
	116
	72
	37.9


The slope graph (Figure 4) visually represents the reduction in vulnerabilities across sectors. A clear downward trend is observed post-audit, reinforcing the role of IT audits in mitigating cybersecurity risks.
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[bookmark: _g82qzrwyxwam]Figure 4: Slope Graph Depicting Reduction in Vulnerabilities Following IT Audits
To further analyze the distribution of vulnerabilities, a violin plot (Figure 5) was used to compare the spread of security vulnerabilities pre- and post-audit. Recent case studies provide real-world evidence supporting the statistical findings. For example, the U.S. Government Accountability Office (GAO) conducted audits of federal agencies in 2023, identifying critical vulnerabilities in transportation and energy departments, which led to immediate remedial actions and policy updates. Similarly, the United Kingdom’s National Audit Office (NAO) audit of the National Health Service (NHS) in 2024 revealed gaps in cybersecurity training and outdated network defenses. Post-audit follow-up assessments indicated a marked reduction in vulnerability exposure and improved incident response times. These examples illustrate how IT auditing not only uncovers technical flaws but also strengthens organizational capacity to prevent cyber incidents. The visualization highlights a significant concentration of lower vulnerability counts after IT audits, confirming the consistent impact of audit interventions across sectors.
[image: ]
[bookmark: _b4v7m5ixk7t]Figure 5: Violin Plot Showing Distribution of Vulnerabilities Pre- and Post-Audit
A paired t-test was conducted to statistically validate the observed reductions in vulnerabilities. The results (Table 4) indicate a highly significant difference (p < 0.001) between pre-audit and post-audit vulnerability counts.
[bookmark: _yhjjgk5zckvv]Table 4: Paired t-Test Results for IT Auditing Effectiveness
	Test Statistic
	p-Value

	17.27
	0.00006


The negative test statistic confirms that IT audits significantly reduce cybersecurity vulnerabilities, reinforcing the necessity of regular and comprehensive IT auditing practices in national security governance.
To further illustrate the magnitude of vulnerability reduction, a dumbbell chart (Figure 6) was employed, showcasing the gap between pre-audit and post-audit vulnerability counts for each sector. The visualization distinctly highlights the effectiveness of IT audits in minimizing risks across all infrastructure domains.
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[bookmark: _9fn026l3256c]Figure 6: Dumbbell Chart Depicting Pre- and Post-Audit Vulnerability Reduction
The findings establish IT auditing as a critical mechanism for cybersecurity risk mitigation. Sectors that underwent comprehensive IT audits recorded an average vulnerability reduction of 38-45%, demonstrating the efficiency of structured cybersecurity assessments. The slope graph (Figure 4) and dumbbell chart (Figure 6) illustrate the tangible impact of IT auditing, while the violin plot (Figure 5) confirms a significant shift toward lower vulnerability counts post-audit.
[bookmark: _rvxxb5alae46]Evaluating the Effectiveness of Risk Management Strategies in Preventing Cyber Incidents in Critical Infrastructure
Cybersecurity risk management plays a fundamental role in preventing cyber incidents within critical infrastructure. The implementation of structured risk management strategies enhances an organization's ability to mitigate threats and prolongs the time before a cybersecurity breach occurs. This study evaluates the impact of risk management practices on cybersecurity resilience by analyzing survival times before incidents occur in organizations with varying levels of risk management implementation.
The results indicate a significant disparity in survival times across organizations with strong, moderate, and weak risk management strategies. Table 5 presents a statistical summary of the survival times, showcasing the mean, median, and standard deviation for each risk management category.
[bookmark: _hw2g9qcm92q4]Table 5: Survival Time (Days) Before Cyber Incidents by Risk Management Strategy
	Risk Management Strategy
	Mean Survival Time (Days)
	Median Survival Time (Days)
	Standard Deviation

	Strong
	266.7
	171.8
	281.9

	Moderate
	184.8
	123.0
	193.5

	Weak
	71.9
	61.3
	55.7


Organizations with strong risk management strategies had significantly higher survival times, with a mean survival time of 266.7 days, compared to 184.8 days for moderate implementations and 71.9 days for weak strategies. The distribution of these survival times is further depicted in the Sankey diagram (Figure 7), illustrating the proportion of organizations implementing each risk management approach and their eventual cybersecurity incident outcomes.
[image: ]
[bookmark: _nds8a3433v1r]Figure 7: Sankey Diagram Representing Risk Management Strategies and Cybersecurity Incident Occurrence
Further analysis using a lollipop chart (Figure 8) highlights the contrast in mean survival times across the three categories of risk management. The chart visually reinforces the progressive increase in cybersecurity resilience with stronger risk management practices.[image: ]
[bookmark: _td0r277ur8qf]Figure 8: Lollipop Chart Depicting Mean Survival Time (Days) per Risk Management Strategy
These results emphasize the importance of proactive risk management strategies, including continuous threat assessments, real-time monitoring, and adaptive security policies.
[bookmark: _rht4u59zz7a3]Identifying Challenges Associated with Implementing Cybersecurity Governance Measures in Critical Infrastructure
[bookmark: _oz8nmr1l3lwi]The successful implementation of cybersecurity governance is often hindered by several structural, financial, and technical barriers. Understanding these challenges is critical for strengthening national security through robust cybersecurity frameworks. This study identifies and ranks the most significant challenges that organizations face when adopting cybersecurity governance measures.
The results reveal that specific cybersecurity governance challenges contribute disproportionately to implementation failures. Table 6 presents the principal component analysis (PCA) results, ranking key governance barriers based on their factor loadings.
[bookmark: _7m36dc2q2e32]Table 6: Principal Component Analysis (PCA) Loadings for Cybersecurity Governance Challenges
	Governance Challenge
	Principal Component 1
	Principal Component 2
	Principal Component 3

	Lack of Skilled Workforce
	0.438
	-0.058
	0.350

	Budget Constraints
	0.145
	-0.056
	-0.833

	Regulatory Inconsistency
	0.542
	0.157
	0.178

	Technological Obsolescence
	0.361
	0.428
	-0.285

	Weak Incident Response
	0.426
	-0.501
	0.109


The first principal component (PC1) explains the most variance in cybersecurity governance challenges, with Regulatory Inconsistency (0.542) and Lack of Skilled Workforce (0.438) emerging as the dominant barriers. These findings suggest that inconsistencies in regulatory frameworks and workforce shortages are the most significant hindrances to cybersecurity governance implementation.
The Biplot (Figure 9) visually represents how these challenges load onto the first two principal components, illustrating their directional influence on cybersecurity governance outcomes.
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[bookmark: _id9kqgswzvc9]Figure 9: Biplot Depicting Factor Loadings of Cybersecurity Governance Challenges
Further analysis using a radar chart (Figure 10) provides an intuitive comparison of each governance challenge's contribution to PC1, which represents the primary obstacles to successful cybersecurity governance adoption. The visualization highlights that organizations struggle most with regulatory inconsistency and workforce shortages, while budget constraints contribute minimally to PC1 but have a stronger influence in PC3, suggesting sector-specific financial constraints.
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[bookmark: _r0q9sfo6xpjs]Figure 10: Radar Chart Depicting Contribution of Challenges to Principal Component 1
The findings confirm that regulatory inconsistency and lack of skilled cybersecurity professionals are the two most critical barriers to effective governance implementation
Discussion 
Cybersecurity governance plays a fundamental role in safeguarding national infrastructure, yet its implementation is marked by varying degrees of effectiveness across industries. The findings of this study provide compelling evidence that organizations adopting structured governance frameworks, particularly the NIST Cybersecurity Framework and ISO 27001, exhibit significantly lower cybersecurity incident rates. This aligns with previous literature, which underscores the role of standardized cybersecurity frameworks in enhancing resilience and reducing vulnerabilities (Alshar’e, 2023; Ajayi et al., 2025). The parallel coordinates plot and radial line chart reinforce this trend, demonstrating a downward trajectory in reported exploits as compliance with governance measures improves. However, the logistic regression results suggest that while governance compliance is correlated with reduced incidents, statistical significance remains elusive, indicating that additional variables—such as the effectiveness of implementation, organizational cybersecurity culture, and sector-specific threat landscapes—may influence security outcomes (Kolade et al., 2025). These findings highlight the necessity for continuous adaptation and sector-specific cybersecurity strategies rather than a one-size-fits-all governance approach (Mariam, 2024; Obioha-Val, 2025).
IT auditing emerges as a critical intervention for identifying cybersecurity vulnerabilities and strengthening risk mitigation strategies within critical infrastructure. The mean reduction in vulnerabilities post-audit across all sectors, averaging 38-45%, substantiates the assertion that IT audits play a pivotal role in maintaining cybersecurity resilience (Ilori et al., 2024; Olutimehin, 2025). The slope graph and dumbbell chart provide a visual affirmation of this impact, demonstrating a sharp decline in reported vulnerabilities following IT audits. These findings align with previous research, which argues that systematic IT auditing reduces organizational exposure to cyber threats and enhances compliance with regulatory frameworks (Edwards, 2024; Obioha-Val et al., 2025). Furthermore, the paired t-test results, showing a highly significant difference in pre-audit and post-audit vulnerability counts (p < 0.001), reinforce the necessity for regulatory bodies to mandate comprehensive IT audits across all critical infrastructure sectors. However, while the results affirm the efficacy of IT auditing, the persistence of residual vulnerabilities post-audit suggests that auditing alone is insufficient. This reinforces arguments made by Slapničar et al. (2022) and Alao et al. (2024), who emphasize that IT auditing must be supplemented with real-time threat intelligence, active security monitoring, and continuous vulnerability assessments to maintain long-term cybersecurity resilience.
Risk management remains central to cybersecurity governance, as organizations with strong risk management frameworks exhibit significantly higher survival times before experiencing security breaches. The mean survival time of 266.7 days for organizations with robust risk management strategies, compared to 71.9 days for those with weak controls, substantiates previous assertions that proactive risk mitigation is essential in reducing cyber exposure (Tahmasebi, 2024; Joseph, 2024). The Sankey diagram and lollipop chart reinforce this pattern, highlighting the progressive increase in cybersecurity resilience as risk management strategies strengthen. These findings support the National Institute of Standards and Technology (NIST) Cybersecurity Framework, which emphasizes risk-informed decision-making as a core cybersecurity principle (Paz, 2023; Mayeke et al., 2024). Moreover, the observed disparities in survival times across risk management categories align with Delima (2024), who found that organizations adhering to cybersecurity compliance standards—many of which incorporate structured risk management—experience significantly fewer cyber incidents. However, despite the strong correlation between risk management and prolonged cybersecurity resilience, challenges persist. The standard deviation in survival times remains high (281.9 days for organizations with strong risk management), indicating that even well-managed entities remain vulnerable to unpredictable cyber threats. This reinforces Safitra et al. (2023), who argue that static risk management approaches are no longer sufficient in an era of rapidly evolving cyber threats. Adaptive and intelligence-driven risk management models are needed to address emerging attack vectors and prevent large-scale disruptions to critical infrastructure.
Despite the evident benefits of cybersecurity governance, IT auditing, and risk management, their implementation faces significant systemic, financial, and technical challenges. The principal component analysis (PCA) results reveal that regulatory inconsistency (0.542) and lack of skilled workforce (0.438) emerge as the dominant barriers, confirming existing research highlighting these issues as critical governance challenges (National Audit Office, 2025; Ibrahim et al., 2024). The biplot and radar chart further reinforce these findings by illustrating the disproportionate impact of regulatory inconsistency and workforce shortages on cybersecurity implementation failures. These results align with the National Audit Office (2025), which identified fragmented governance structures and outdated regulatory policies as persistent cybersecurity barriers in the UK government sector. Additionally, budget constraints (−0.833 in Principal Component 3) suggest that while financial limitations are not the primary determinant of cybersecurity failures, they contribute significantly to governance inefficiencies in specific sectors. This finding supports previous research asserting that cybersecurity investments remain disproportionately allocated, with financial constraints hindering effective policy execution, particularly in resource-limited regions (Kariuki et al., 2023; Salako et al., 2024). The high factor loadings of technological obsolescence (0.361) and weak incident response frameworks (0.426) further validate existing literature, which argues that reliance on outdated security infrastructure amplifies the risk of cyberattacks while ineffective incident response mechanisms exacerbate breach severity (Balogun et al., 2025; Kerner, 2024).
The findings of this study collectively emphasize the critical role of structured cybersecurity governance, IT auditing, and risk management in national security resilience. However, while cybersecurity frameworks are essential in mitigating risks, their efficacy is contingent upon sector-specific adaptation, regulatory harmonization, and dynamic security strategies. The statistical evidence reinforces that IT audits significantly reduce vulnerabilities, but their effectiveness hinges on continuous security monitoring and proactive remediation strategies. Risk management practices demonstrate measurable improvements in cyber resilience, yet the study also highlights the growing need for intelligence-driven, adaptive risk management models to counter evolving threats. The systemic barriers to governance implementation, particularly regulatory fragmentation and workforce shortages, underscore the necessity for policy reform, workforce development, and enhanced cross-sector collaboration to achieve sustainable cybersecurity resilience. These findings contribute to the growing body of cybersecurity literature advocating for multi-layered, adaptive security governance models that integrate regulatory coherence, workforce expertise, and advanced risk management practices to safeguard national infrastructure against emerging cyber threats.
5.	Conclusion and Recommendations
The findings of this study affirm that structured cybersecurity governance, IT auditing, and risk management significantly enhance national security by mitigating vulnerabilities in critical infrastructure. Organizations that adopt comprehensive governance frameworks, conduct rigorous IT audits, and implement robust risk management strategies experience lower incident rates and prolonged resilience against cyber threats. However, systemic barriers, including regulatory inconsistencies, workforce shortages, and financial constraints, continue to hinder cybersecurity governance effectiveness. Addressing these challenges requires targeted interventions to ensure sustained protection against emerging cyber risks. It is therefore recommended that:
1. Governments should harmonize regulatory frameworks across sectors to eliminate inconsistencies and strengthen compliance enforcement.
2. Organizations must prioritize workforce development through specialized training programs to bridge cybersecurity expertise gaps.
3. Investment in real-time threat intelligence and proactive risk assessment tools should be expanded to enhance incident detection and response capabilities.
4. Cybersecurity audits should be made mandatory for all critical infrastructure entities, integrating continuous monitoring and automated risk mitigation protocols to ensure long-term resilience.
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