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	PART  1: Comments



	
	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript presents a model for the detection of malware. Malwares are threat to data in a network and compromises on the integrity, privacy and confidentiality of data. The model will help enhance the security and stability of computer systems and maintain the integrity, privacy and confidentiality of data on computer systems.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	Yes, since the model is for detecting malware in windows applications, the title is appropriate
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	The abstract, even though points out the objective, methodology and findings of the study, has a lot of repetitions in some of the statements. (colored in yellow in the attached manuscript) eg. This project uses machine learning algorithms, such as supervised and unsupervised learning approaches, to create learning methods. The proposed model Uses machine learning algorithms, such as supervised and unsupervised learning approaches. This should be structured well.
	

	Is the manuscript scientifically, correct? Please write here.
	The manuscript lacks literature backing for the study, there is no evidence of what has been done in the area of malware detection on computer systems that this manuscript is doing a comparison by saying the 99.9% achieved outperforms other models. This is not scientifically correct.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	There are not references in the study. An example of paper that can be cited in this instance is that of; 
Nani Lee Yer Fui, et al. “A Dynamic Malware Detection in Cloud Platform.” International Journal of Difference Equations/International Journal of Difference Equations, vol. 15, no. 2, Research India Publications, Dec. 2020, pp. 243–58, doi:10.37622/ijde/15.2.2020.243-258.
	

	Is the language/English quality of the article suitable for scholarly communications?


	The English even though is understandable, needs a bit of proof reading to eliminate repetitions and grammatical errors.
	

	Optional/General comments


	The manuscripts do not produce a literature as a basis for the study. This makes it difficult to ascertain what has already been done in the area of malware detection. This should include both in text citation and references. Again, the methodology did not include any algorithm or model architecture as to how the modelling process was carried out. Lastly, the figure captioned “picture 1” do not have appropriate heading and is not cited. 
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	Author’s comment (if agreed with reviewer, correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Are there ethical issues in this manuscript? 


	(If yes, Kindly please write down the ethical issues here in details)
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