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	PART  1: Comments



	
	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript is important to the scientific community as it explores how Secure Multi-Party Computation (SMPC) can strengthen privacy in Distributed Ledger Systems (DLS) for financial transactions. By analyzing real-world data and comparing SMPC protocols, it offers practical insights into balancing security, efficiency, and compliance in decentralized systems. The findings help researchers and industry experts develop better privacy-preserving technologies, making financial systems more secure and resilient.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	The current title is clear and good.
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	The abstract covers the key aspects well, but it could be more concise and engaging. Instead of heavy technical details, it should quickly highlight the problem, approach, key findings, and impact.
Here is concise version:

This study explores how Secure Multi-Party Computation (SMPC) enhances privacy in financial Distributed Ledger Systems (DLS). By analyzing real-world financial data, it identifies key confidentiality risks and evaluates different SMPC protocols for security and efficiency. The results show that SMPC improves data protection, extends system longevity, and balances security with performance trade-offs. The study suggests integrating scalable SMPC models, optimizing efficiency, and establishing clear regulatory frameworks to ensure privacy in decentralized finance. These findings provide valuable insights for financial institutions and researchers working on secure and compliant blockchain-based transactions.
	

	Is the manuscript scientifically, correct? Please write here.
	Yes, the manuscript is scientifically accurate, with a solid methodology, real-world datasets, and well-applied statistical analysis. The findings on SMPC’s role in securing financial Distributed Ledger Systems (DLS) are well-supported. However, it could improve by clarifying methodology choices, adding a direct comparison with other privacy techniques like Zero-Knowledge Proofs, and ensuring reproducibility with implementation details. Overall, it’s a strong and credible study, with room for slight refinements.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The references are recent and sufficient, covering key areas like SMPC, financial cryptography, and regulations. However, adding comparisons with Zero-Knowledge Proofs (ZKP) and Homomorphic Encryption, more real-world SMPC case studies in finance, and updated regulatory guidelines would strengthen the research. Overall, the references are strong, but a few additions could make them even better.
	

	Is the language/English quality of the article suitable for scholarly communications?


	The language is clear and professional, but some sentences could be shorter and smoother. A few minor grammar fixes and simpler wording for complex terms would improve readability.
	

	Optional/General comments


	The manuscript is well-structured and relevant, with strong analysis and clear findings. It covers an important topic in financial security and decentralized systems. To improve, consider simplifying complex sentences, adding more real-world case studies, and making a direct comparison with other privacy techniques like ZKP. Overall, it’s a strong paper with great potential.
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	Are there ethical issues in this manuscript? 


	(If yes, Kindly please write down the ethical issues here in details)
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