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	PART  1: Comments



	
	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript is of significant importance to the scientific community as it addresses the critical intersection of cybersecurity governance and national security, particularly through the lens of IT auditing and risk management within critical infrastructure sectors. It offers empirical insights into how governance frameworks such as NIST and ISO 27001 can reduce cyber vulnerabilities, contributing to the resilience of essential services. By analysing the effectiveness of IT audits in vulnerability mitigation and assessing risk management strategies, this study highlights actionable recommendations for strengthening cybersecurity practices. Moreover, it identifies key challenges hindering effective governance implementation, which can guide future research and policy-making in cybersecurity. The findings have broad implications for improving national security through robust, adaptable, and comprehensive cybersecurity frameworks.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	The current title, "The Impact of Cybersecurity Governance on National Security by Strengthening Critical Infrastructure through IT Auditing and Risk Management," is clear and informative.
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	The abstract is well-structured and informative, effectively summarising the study’s objectives, methodology, key findings, and recommendations. However, there are areas where it could be refined for greater clarity and impact. Here are my suggestions:
Suggested Deletions/Modifications:

1. Repetitive Details on Methodology:

While the statistical methods used (e.g., logistic regression, Kaplan-Meier survival analysis, principal component analysis) are valuable, listing them in detail may overwhelm a general reader. Consider summarising them more concisely while keeping the focus on their purpose.

2. Rewording for Clarity:

The phrase “organizations adopting both NIST and ISO 27001 frameworks experience a 75.8% reduction in reported cyber exploits” could be refined for readability. For example: 
"Adoption of both NIST and ISO 27001 frameworks is associated with a 75.8% decrease in reported cyber exploits, highlighting their effectiveness in mitigating cybersecurity threats."

	

	Is the manuscript scientifically, correct? Please write here.
	The manuscript appears to be scientifically sound as it employs a rigorous quantitative research methodology to assess the impact of cybersecurity governance on national security. It utilises well-established cybersecurity frameworks (e.g., NIST, ISO 27001), applies appropriate statistical techniques (e.g., logistic regression, Kaplan-Meier survival analysis, and principal component analysis), and references credible sources, including government reports and peer-reviewed studies.
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The references in the manuscript are generally sufficient and fairly recent, with many sources from 2024 and 2025, which ensures that the research is up-to-date. Additionally, the manuscript includes a mix of academic journal articles, government reports, industry analyses, and cybersecurity frameworks (e.g., NIST, ISO 27001, ENISA, GAO reports, etc.), which strengthens its credibility.
	

	Is the language/English quality of the article suitable for scholarly communications?


	The language quality of the article is generally suitable for scholarly communication, with clear academic writing, technical precision, and proper citation of sources. However, a few areas could be improved for better clarity, conciseness, and coherence. Here are my observations and recommendations:
1. Transitions and Logical Flow

While the manuscript is well-structured, some sections transition abruptly between concepts. Adding linking phrases (e.g., "Building on this premise..." or "This highlights the need for...") would improve logical progression.

2. Formality and Scholarly Tone

The manuscript maintains a formal tone, but some sections use slightly informal or redundant expressions that could be refined.

Example: 

"This study goes on to show that IT auditing plays a significant role in cybersecurity governance."
Revised: "This study demonstrates the critical role of IT auditing in cybersecurity governance."
3.  Grammar and Syntax

The manuscript is largely grammatically correct, but some subject-verb agreement errors and awkward phrasing could be polished.

Example: 

"Organizations that fails to meet cybersecurity compliance standards experience a significantly higher rate of security breaches..."
Revised: "Organizations that fail to meet cybersecurity compliance standards experience significantly higher security breach rates..."

	

	Optional/General comments


	There do not appear to be any major ethical concerns in the manuscript. The study follows appropriate academic standards, including proper citation of sources, use of publicly available cybersecurity data, and adherence to ethical research practices.
There are no competing interest issues in this manuscript. The Competing Interests Disclaimer explicitly states that the authors have no known financial or non-financial conflicts of interest that could have influenced the research.
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	Are there ethical issues in this manuscript? 
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