Review Form 3

	

	Journal Name:
	Asian Journal of Research in Computer Science 

	Manuscript Number:
	Ms_AJRCOS_132469

	Title of the Manuscript: 
	Improving Patient Data Privacy and Authentication Protocols Against AI-Powered Phishing Attacks in Telemedicine

	Type of the Article
	


	PART  1: Comments



	
	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript is a vital contribution to the scientific community, shedding light on the growing threat of AI-powered phishing attacks in telemedicine. With patient data breaches on the rise, it highlights the urgent need for stronger authentication protocols and cybersecurity measures. 

By analyzing real-world data and proposing solutions like blockchain authentication and AI-driven threat detection, this research offers practical ways to protect sensitive medical information. 

Ultimately, it serves as a call to action for healthcare providers, policymakers, and cybersecurity experts to fortify digital healthcare against evolving cyber threats.


	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	The current title, "Improving Patient Data Privacy and Authentication Protocols Against AI-Powered Phishing Attacks in Telemedicine," is informative and accurately reflects the study’s focus.
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	The abstract does a great job of summarizing the study’s objectives, methods, findings, and recommendations in a clear and structured way. However, there are a few tweaks that could make it even stronger and more engaging.

· Add a brief problem context on why telemedicine is particularly at risk.

· Rephrase the data sources section for smoother readability.
· Enhance the recommendation section by emphasizing continuous updates for AI security measures.


	

	Is the manuscript scientifically, correct? Please write here.
	· The manuscript is scientifically correct and well-supported by empirical analysis and reputable sources.

·  The methodologies used are appropriate for assessing AI-powered phishing threats in telemedicine.

·  Minor refinements in data presentation, citation verification, and discussion of AI security challenges could enhance scientific rigor.

	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The references in the manuscript are mostly sufficient and recent, with many citations from 2023–2025, which ensures the study is grounded in current research. The sources include academic journals, industry reports (IBM, Verizon, FBI, etc.), and government cybersecurity data, making them highly relevant.
	

	Is the language/English quality of the article suitable for scholarly communications?


	· The manuscript is suitable for scholarly communication, with strong technical accuracy and academic tone.
· Refining sentence structure, reducing passive voice, and improving conciseness will enhance readability and impact.
	

	Optional/General comments


	This manuscript tackles an important and timely issue, the growing threat of AI-powered phishing attacks in telemedicine. With digital healthcare expanding rapidly, protecting patient data has never been more crucial. 

The study does a great job of using real-world data, statistical analysis, and machine learning models to highlight the vulnerabilities in authentication protocols and propose practical cybersecurity solutions.
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