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	Reviewer’s comment
	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	
	

	Is the manuscript scientifically, correct? Please write here.
	
	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	
	

	Is the language/English quality of the article suitable for scholarly communications?


	
	

	Optional/General comments


	This paper provides a review of deep learning techniques used for threat detection within cloud computing systems. The subject matter gains considerable importance because organizations depend more on cloud computing while facing more complex cyber threats. This paper reviews the major developments in deep learning research from 2018 to 2023 and evaluates the advantages and drawbacks of CNNs, RNNs, and Autoencoders. The study reveals literature gaps and suggests avenues for upcoming investigations. However, the paper requires enhancements in specific sections to achieve better clarity and stronger impact while maintaining coherence.

· The abstract delivers useful information yet lacks brevity and precision. The abstract should eliminate repetitive expressions by finding alternative ways to express concepts that occur multiple times.

· The analysis of CNNs, RNNs, and Autoencoders architectures requires deeper technical insights. Demonstrate why specific architectures like CNNs show optimal performance for particular types of threats or data.

· The paper needs to expand its comparative table to show performance metrics such as accuracy, computational cost, and scalability for each method.

· The research proposes investigating federated learning and interpretable AI however lacks sufficient explanation on these methods. Each method provides specific solutions to overcome the challenges that have been identified.

· The current version of Figure 1 and Table 1 provides some help but requires improvements. A flowchart demonstrating the threat detection process with deep learning in cloud settings could be part of Fig. 1.
I would recommend a major revision.
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