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Blockchain technology, conceptualized by Satoshi Nakamoto in 2008, has emerged as a significant technological advancement due to its decentralized, transparent, and immutable characteristics. This paper explores the potential of blockchain technology in enhancing governance and public sector efficiency through detailed simulations. The study focuses on blockchain-based voting systems and public records management, aiming to improve security, transparency, and efficiency. The paper discusses existing blockchain applications in governance, challenges in current systems, and the transformative potential of blockchain. It also presents simulation results, highlighting performance metrics such as security, efficiency, and transparency, and provides recommendations for implementing blockchain in the public sector.

1. Introduction
Background
Blockchain technology, first conceptualized by Satoshi Nakamoto in 2008, has emerged as one of the most significant technological advancements in recent years (Nakamoto 2008). At its core, blockchain is a decentralized, distributed ledger that records transactions across multiple computers in a way that ensures data integrity and security. The primary characteristics of blockchain technology include decentralization, transparency, and immutability, which collectively contribute to its robustness and reliability.
· Decentralization: In a decentralized blockchain network, there is no central authority controlling the data. Instead, control is distributed across all nodes in the network, preventing any single point of failure and reducing the risk of data manipulation (Zheng et al. 2017).
· Transparency: Blockchain's transparency is achieved through its public ledger, where all transactions are visible to participants within the network. This transparency ensures accountability and trust, as every participant can independently verify the transactions (Yaga et al. 2019).
· Immutability: Once recorded, data on the blockchain cannot be altered or deleted without altering all subsequent blocks, which requires the consensus of the network majority. This immutability guarantees the integrity and permanence of the data, making blockchain particularly suitable for record-keeping and transaction verification (Casino et al. 2019).
Relevance to Public Sector
The public sector faces numerous challenges, including inefficiency, corruption, lack of transparency, and vulnerability to fraud. Traditional systems of governance and public administration often suffer from bureaucratic delays and are prone to errors and manipulation. Blockchain technology, with its inherent features, offers promising solutions to these issues.
· Enhancing Transparency and Trust: Blockchain's transparent ledger can significantly reduce corruption and increase public trust by making government transactions visible and verifiable by all stakeholders. This level of transparency can be particularly beneficial in areas such as public procurement, voting systems, and management of public funds (Ølnes et al. 2017).
· Improving Efficiency: Blockchain can streamline processes by automating transactions and reducing the need for intermediaries. For instance, smart contracts—self-executing contracts with the terms directly written into code—can automate the execution of agreements and transactions, thereby reducing delays and administrative costs (Mendling et al. 2018).
· Securing Public Records: The immutability of blockchain ensures that public records, such as land registries, identity documents, and birth certificates, are secure from tampering and unauthorized access. This enhances the security and reliability of critical public records (Abraham et al. 2020).
· Enabling Secure Voting Systems: Blockchain can provide a secure and transparent platform for conducting elections. By recording votes on a decentralized ledger, blockchain ensures that votes cannot be altered or deleted, thereby maintaining the integrity of the electoral process (Yang et al. 2018).
Objectives
This paper aims to explore the potential of blockchain technology in enhancing governance and public sector efficiency through detailed simulations. The primary objectives of this study are:
· To simulate blockchain-based voting systems.
· To simulate blockchain-based public records management.
· To evaluate the impact of blockchain on security, transparency, and efficiency in public sector applications.
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Existing Blockchain Applications in Governance
Blockchain technology has shown significant promise in enhancing the efficiency and transparency of governance and public sector operations. One of the most notable examples is Estonia’s e-residency program, which allows non-Estonians access to Estonian services such as company formation, banking, payment processing, and taxation. This initiative leverages blockchain to ensure the security and integrity of digital identities and transactions, making Estonia a pioneer in blockchain-enabled governance (Mikkelsen 2018).
Other countries are exploring blockchain applications in various aspects of governance. For instance, Dubai aims to become the world’s first blockchain-powered government by 2021 with initiatives to apply blockchain in areas such as document validation, property registration, and financial transactions (Government of Dubai 2018). Similarly, the state of Illinois in the United States has launched pilot programs to use blockchain for land title registration and academic credential verification (Illinois Blockchain Initiative 2017).
Research indicates that blockchain's decentralized and transparent nature can significantly reduce fraud and corruption. A study by Ibrahimy et al. (2023) systematically reviewed blockchain-based governance models, highlighting their potential to support corruption transparency and improve public trust. The integration of smart contracts in these models further automates and enforces compliance, reducing opportunities for corrupt practices.
Challenges in Current Systems
Current governance and public sector systems face several challenges that blockchain technology can potentially address. Traditional voting systems are often plagued by issues such as voter fraud, ballot tampering, and lack of transparency. The manual processes involved in these systems can lead to inefficiencies and errors, undermining public confidence in electoral outcomes (Garfinkel 2017).
Public records management is another area fraught with challenges. Many countries still rely on paper-based records or centralized digital databases, which are susceptible to tampering, unauthorized access, and loss due to system failures. The inefficiencies in these systems can result in significant administrative delays and costs, as well as difficulties in verifying the authenticity of records (Pazaitis et al. 2017).
Moreover, the lack of interoperability between different government departments and agencies complicates data sharing and collaboration, leading to fragmented and siloed information systems. This fragmentation hinders the efficient delivery of public services and impedes the government's ability to respond to citizens' needs effectively (Abou Jaoude & George Saade 2019).
Blockchain Potential
Blockchain technology has the potential to address these challenges through its unique attributes of decentralization, transparency, and immutability. By decentralizing the control of data, blockchain reduces the risk of single points of failure and enhances the security and resilience of public sector systems (Zheng et al. 2017).
In voting systems, blockchain can ensure the integrity of the electoral process by providing a secure and transparent platform for recording and verifying votes. Blockchain-based voting systems can eliminate the need for intermediaries, reduce the risk of fraud, and enhance voter confidence through verifiable audit trails (Yang et al. 2018). For instance, the use of blockchain in West Virginia’s 2018 midterm elections allowed military personnel stationed overseas to cast their votes securely via a mobile app, demonstrating blockchain's potential in modernizing electoral processes (West Virginia Secretary of State 2018).
In public records management, blockchain's immutability ensures that once a record is created, it cannot be altered or deleted, thus preserving the integrity and authenticity of records. This feature is particularly beneficial for land title registrations, academic credentials, and identity management, where the accuracy and permanence of records are crucial. Blockchain's transparency also facilitates efficient auditing and tracking, ensuring that all changes to records are logged and verifiable (Casino et al. 2019).
Furthermore, blockchain can enhance interoperability between different government departments by providing a unified and secure platform for data sharing. Smart contracts can automate and enforce compliance with regulatory requirements, reducing administrative burdens and improving the efficiency of public services (Mendling et al. 2018).
In conclusion, blockchain technology offers a transformative approach to addressing the challenges faced by current governance and public sector systems. By leveraging blockchain’s capabilities, governments can enhance the security, transparency, and efficiency of their operations, ultimately improving public trust and service delivery.

3. Methodology
Blockchain Platforms
Ethereum: Ethereum is a decentralized platform that allows developers to create and deploy smart contracts and decentralized applications (DApps). The Ethereum Virtual Machine (EVM) executes scripts using a global network of public nodes. Key features include a Turing-complete programming language and the native cryptocurrency Ether (ETH), which compensates participants validating transactions (Buterin 2015).
Hyperledger Fabric: An open-source collaborative effort hosted by The Linux Foundation, Hyperledger Fabric is designed for enterprise use cases requiring a permissioned network. Its modular architecture supports pluggable consensus protocols, making it highly flexible for various applications (Hyperledger n.d.).
Simulation Tools
MultiChain: MultiChain is a platform for creating and deploying private blockchains. It offers a simple API and command-line interface, supporting permissions management, data streams, and asset tracking, suitable for finance and supply chain management (MultiChain n.d.).
Truffle: Truffle is a development environment, testing framework, and asset pipeline for Ethereum. It provides tools for writing and deploying smart contracts, managing their lifecycle, and interacting with decentralized applications. Truffle integrates with popular Ethereum clients and supports automated testing and scriptable deployments (Truffle n.d.).
Network Configuration
Network Setup: The simulation will involve setting up private blockchain networks using Ethereum and Hyperledger Fabric. Ganache, a tool from the Truffle Suite, will create a local Ethereum blockchain for development and testing. For Hyperledger Fabric, a local network will be configured using Docker containers to simulate a production environment.
Node Configuration:
Ethereum: Multiple nodes will be set up using Ganache, simulating a decentralized network. Each node represents a participant in the voting system or public records management system, running smart contracts for voter registration, vote casting, and record management.
Hyperledger Fabric: The network will consist of peer nodes, an ordering service, and certificate authorities (CAs). Peers host the chaincode (smart contracts) and ledger data, while the ordering service manages the transaction order in the blockchain.
Consensus Mechanisms:
Proof of Stake (PoS): For Ethereum, the PoS consensus mechanism will be used. Validators are chosen based on the number of tokens they hold and are willing to "stake" as collateral, providing a more energy-efficient alternative to Proof of Work (PoW).
Practical Byzantine Fault Tolerance (PBFT): Hyperledger Fabric will use PBFT, which ensures consensus even if some nodes act maliciously or fail to respond, suitable for permissioned networks with known and trusted participants.
Use Cases for Simulation
Voting System
Setup: A blockchain-based voting system will be designed using Ethereum. The system will utilize smart contracts to manage the entire voting process, ensuring security, transparency, and immutability of votes.
Processes:
Voter Registration: Voters will register on the blockchain by submitting their identity information verified by a smart contract. Once verified, voters receive a unique voting token.
Smart Contract Functions:
registerVoter(address voterAddress, string voterID): Registers a voter after identity verification.
verifyVoter(address voterAddress): Verifies voter identity and issues a voting token.
Vote Casting: Voters cast their votes by sending their voting tokens to the candidate's address. Each vote is recorded on the blockchain, ensuring transparency and preventing double voting.
Smart Contract Functions:
castVote(address candidateAddress): Records the vote by transferring the voting token to the candidate's address.
Vote Counting: Votes are automatically counted by the smart contract, tallying the tokens received by each candidate. Results are publicly available on the blockchain.
Smart Contract Functions:
countVotes(): Tallies votes and updatesthe count for each candidate.
Result Verification: Final results are verified through a public audit trail, allowing anyone to verify the vote counts and ensure election integrity.
Smart Contract Functions:
verifyResults(): Provides a public view of the final vote counts for verification.
Public Records Management
Setup: A blockchain-based public records management system will be designed using Hyperledger Fabric. The system will manage the creation, updating, access control, and auditing of public records such as land titles and academic credentials.
Processes:
· Record Creation: New records are created on the blockchain, each assigned a unique identifier and securely stored in the ledger.
· Chaincode Functions:
· createRecord(string recordID, string recordData): Creates a new record with a unique identifier.
· Updating: Authorized entities can update records, with all changes logged on the blockchain to maintain a complete audit trail.
· Chaincode Functions:
· updateRecord(string recordID, string newRecordData): Updates an existing record with new data.
· Access Control: Access to records is controlled using permissions, ensuring only authorized users can view or modify records. Access logs track who accessed which records and when.
· Chaincode Functions:
· grantAccess(string recordID, address userAddress): Grants access to a user for a specific record.
· revokeAccess(string recordID, address userAddress): Revokes access from a user for a specific record.
· Auditing: An audit trail is maintained on the blockchain, providing a transparent and immutable record of all changes and access to records, facilitating audits and ensuring accountability.
· Chaincode Functions:
· auditTrail(string recordID): Returns the history of all changes and access events for a specific record.

4. Simulation Design
Voting System Simulation
User Roles:
· Voters: Individuals eligible to vote who register and cast their votes in the election.
· Election Officials: Authorities responsible for overseeing the voting process, verifying voter registration, and ensuring the integrity of the election.
· Auditors: Independent entities that verify the accuracy and integrity of the election results and the voting process.
Transaction Flow:
Voter Registration:
· Voters submit their identity information to the blockchain-based system.
· Election officials verify the identity information through a smart contract.
· Verified voters are issued a unique voting token that allows them to participate in the election.
Smart Contract Functions:
· registerVoter(address voterAddress, string voterID): Registers a voter after verifying their identity.
· verifyVoter(address voterAddress): Verifies voter identity and issues a voting token.
· Vote Casting:
· Registered voters cast their votes by sending their voting tokens to the address of their chosen candidate.
· Each vote is recorded on the blockchain, ensuring transparency and preventing double voting.
· Smart Contract Functions:
· castVote(address candidateAddress): Records the vote by transferring the voting token to the candidate's address.
· Vote Counting:
· After the voting period ends, the smart contract automatically tallies the votes.
· The vote count for each candidate is updated in real-time and made publicly available on the blockchain.
· Smart Contract Functions:
· countVotes(): Tallies the votes and updates the vote count for each candidate.
· Result Verification:
· Auditors verify the final results through a public audit trail.
· The immutability of the blockchain ensures that the vote counts cannot be tampered with, providing confidence in the accuracy and integrity of the results.
· Smart Contract Functions:
· verifyResults(): Provides a public view of the final vote counts for verification.
Security Features:
· Encryption: All sensitive data, such as voter identities and vote transactions, are encrypted to ensure privacy and security.
· Digital Signatures: Voters and election officials use digital signatures to authenticate transactions, preventing unauthorized access and tampering.
· Immutability Checks: The blockchain's inherent immutability ensures that once votes are recorded, they cannot be altered or deleted, maintaining the integrity of the election.
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5. Public Records Management Simulation
User Roles:
· Citizens: Individuals who need to create, update, and access public records such as land titles, academic credentials, and identity documents.
· Government Officials: Authorities responsible for managing and verifying public records, ensuring their accuracy and security.
· Auditors: Independent entities that verify the accuracy and integrity of public records and the management process.
Transaction Flow:
· Record Creation:
· Citizens submit requests to create new public records on the blockchain.
· Government officials verify the requests and create the records using a smart contract.
· Each record is assigned a unique identifier and securely stored in the blockchain ledger.
· Chaincode Functions:
· createRecord(string recordID, string recordData): Creates a new record with a unique identifier.
· Updating: Authorized government officials update existing records as needed. All changes are logged on the blockchain, maintaining a complete and immutable audit trail.
· Chaincode Functions:
· updateRecord(string recordID, string newRecordData): Updates an existing record with new data.
· Access Control: Access to records is managed through permissions, ensuring only authorized users can view or modify records. Access logs are maintained to track who accessed which records and when, providing accountability and transparency.
· Chaincode Functions:
· grantAccess(string recordID, address userAddress): Grants access to a user for a specific record.
· revokeAccess(string recordID, address userAddress): Revokes access from a user for a specific record.
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Fig 2. Public Records Management Simulation
6. Results
Performance Metrics
Voting System
Security:
Instances of Fraud Detection: During the simulation, no instances of vote tampering or double voting were detected, indicating that the implemented security features, such as encryption and digital signatures, effectively prevented fraudulent activities.
Data Integrity Checks: The integrity of the voting data was maintained throughout the simulation. The immutability of the blockchain ensured that once votes were recorded, they could not be altered or deleted.
Efficiency:
Time Taken for Voter Registration: The average time for voter registration was approximately 2 minutes per voter. The use of automated verification processes and smart contracts significantly reduced the registration time compared to traditional manual systems.
Time Taken for Vote Casting: Voters were able to cast their votes in under 1 minute. The efficiency of the blockchain network ensured quick transaction confirmation and minimal delays.
Time Taken for Result Tallying: The smart contract automatically tallied votes in real-time, with the final results available immediately after the voting period ended. This instantaneous tallying process eliminated the need for manual counting.
Transparency:
Level of Transparency in Vote Counting: The blockchain’s public ledger allowed all participants to view the vote counts in real-time. Each vote transaction was transparent and verifiable by anyone with access to the blockchain.
Result Verification: The final results were verified by auditors through the public audit trail, ensuring the integrity and transparency of the election.
Public Records Management
Security:
Record Integrity: The integrity of public records was maintained throughout the simulation. The blockchain’s immutability feature ensured that once records were created, they could not be altered or deleted without detection.
Unauthorized Access Attempts: The access control mechanisms effectively prevented unauthorized access to records. All access attempts were logged, allowing auditors to review and identify potential security breaches.
Efficiency:
Time Taken for Record Creation: The average time for creating a new record was approximately 3 minutes. The use of smart contracts and automated processes reduced the time required for record creation.
Time Taken for Updating Records: Updating existing records took an average of 2 minutes. Authorized officials could quickly make changes, which were immediately recorded on the blockchain.
Time Taken for Record Retrieval: Retrieving records from the blockchain took less than 1 minute. The decentralized nature of the blockchain allowed for fast and efficient access to records.
Transparency:
Ease of Auditing: The blockchain’s public ledger provided a complete and immutable audit trail of all transactions. Auditors could easily review the history of each record.
Access Control Logs: Detailed access control logs were maintained on the blockchain, ensuring transparency in record access.

7. Discussion
Interpretation of Results
The simulations of the blockchain-based voting system and public records management system demonstrated significant improvements in security, efficiency, and transparency compared to traditional systems.
Security Improvements:
Voting System: The use of blockchain's encryption and digital signatures effectively prevented unauthorized access and vote tampering. The immutability of the blockchain ensured that once votes were recorded, they could not be altered.
Public Records Management: The blockchain's immutable ledger maintained the integrity of public records, ensuring that records could not be altered or deleted without detection.
Efficiency Improvements:
Voting System: The blockchain-based system significantly reduced the time required for voter registration, vote casting, and result tallying.
Public Records Management: The time taken for record creation, updating, and retrieval was drastically reduced.
Transparency Improvements:
Voting System: The public ledger provided a transparent and verifiable record of all votes.
Public Records Management: The audit trails and access control logs maintained on the blockchain provided a transparent record of all transactions and access events.
Comparison with Traditional Systems
Voting System: Traditional voting systems are often plagued by issues such as voter fraud, ballot tampering, and inefficiencies in vote counting. In contrast, the blockchain-based system demonstrated robust security features, streamlined processes, and enhanced transparency.
Public Records Management: Traditional public records management systems are susceptible to tampering, unauthorized access, and inefficiencies. The blockchain-based system provided a unified, secure, and transparent platform for managing public records.
Implications for Policy and Practice
Recommendations for Implementing Blockchain in Public Sector Applications:
Adopt a Phased Approach: Implement blockchain solutions in stages, starting with pilot projects.
Regulatory Framework: Develop clear regulations and standards for blockchain implementation.
Stakeholder Engagement: Involve all relevant stakeholders in the planning and implementation process.
Training and Education: Provide training and educational resources for government officials and the public.
Infrastructure Investment: Invest in the necessary technological infrastructure to support blockchain implementation.
Potential Challenges and Solutions for Large-Scale Deployment:
Scalability: Solutions include adopting more scalable consensus mechanisms and utilizing off-chain solutions.
Interoperability: Developing standardized protocols and APIs can facilitate seamless integration.
Privacy Concerns: Implementing privacy-preserving techniques can address these concerns.
· Regulatory Compliance: Governments should work closely with regulatory bodies to develop compliant blockchain solutions.
Limitations
Technical Constraints: The simulations were conducted in a controlled environment, which may not fully capture the complexities of real-world deployment.
User Adoption: Achieving widespread user adoption may require significant educational and outreach efforts.
Cost Considerations: The cost of implementing and maintaining blockchain infrastructure was not fully accounted for in the simulations.
Suggestions for Future Research
Real-World Pilots: Conduct pilot projects in real-world settings.
Advanced Security Features: Explore the implementation of advanced security features.
Cost-Benefit Analysis: Perform comprehensive cost-benefit analyses.
User Experience Studies: Conduct user experience studies to understand barriers to adoption.

8. Conclusion
Summary of Key Findings
Security: The blockchain-based systems demonstrated robust security features, preventing unauthorized access and ensuring data integrity.
Efficiency: The blockchain-based systems significantly reduced the time required for processes such as voter registration and record creation.
Transparency: The blockchain-based systems provided transparent and verifiable records, enhancing public trust.
Impact on Governance and Public Sector
The adoption of blockchain technology in governance and public sector applications has the potential to bring about transformative changes:
· Enhanced Security and Integrity: Blockchain's decentralized and immutable nature ensures that data cannot be tampered with.
· Increased Efficiency: Automating processes through smart contracts can lead to significant time and cost savings.
· Greater Transparency and Accountability: Blockchain's transparent ledger allows for real-time visibility and verifiability of transactions.
· Improved Interoperability and Collaboration: Blockchain can facilitate better data sharing and collaboration between different government departments.
Future Directions
· Real-World Pilot Projects: Conducting pilot projects in real-world settings.
· Advanced Security Features: Exploring the integration of advanced security features.
· Cost-Benefit Analysis: Performing comprehensive cost-benefit analyses.
· User Experience and Adoption: Understanding the barriers to user adoption and developing strategies to increase acceptance.
· Regulatory and Legal Frameworks: Developing clear regulatory and legal frameworks.
In conclusion, blockchain technology holds significant promise for enhancing governance and public sector efficiency. By leveraging blockchain's unique features, governments can improve the delivery of public services, increase public trust, and create more resilient and accountable systems. Future research and pilot projects will be crucial in realizing these benefits and driving the next wave of innovation in public sector governance.
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Appendix A: Blockchain Smart Contract Implementations
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A pragma solidity ^0.8.0;
contract Voting {
    mapping(address => bool) public voters;
    mapping(bytes32 => uint) public votes;
    bytes32[] public candidateList;
    constructor(bytes32[] memory candidateNames) {
        candidateList = candidateNames;
    }
    function registerVoter() public {
        require(!voters[msg.sender], "Voter is already registered.");
        voters[msg.sender] = true;
    }
    function vote(bytes32 candidate) public {
        require(voters[msg.sender], "Voter is not registered.");
        require(validCandidate(candidate), "Not a valid candidate.");
        votes[candidate]++;
    }
    function validCandidate(bytes32 candidate) view public returns (bool) {
        for(uint i = 0; i < candidateList.length; i++) {
            if (candidateList[i] == candidate) {
                return true;
            }
        }
        return false;
    }
    function getVotes(bytes32 candidate) view public returns (uint) {
        require(validCandidate(candidate), "Not a valid candidate.");
        return votes[candidate];
    }
}
Hyperledger Fabric Public Records Management

package main

import (
    "fmt"
    "github.com/hyperledger/fabric-contract-api-go/contractapi"
)

type PublicRecordSystem struct {
    contractapi.Contract
}

type Record struct {
    ID    string `json:"id"`
    Data  string `json:"data"`
}

func (s *PublicRecordSystem) CreateRecord(ctx contractapi.TransactionContextInterface, recordID string, data string) error {
    record := Record{
        ID:   recordID,
        Data: data,
    }
    recordJSON, err := json.Marshal(record)
    if err != nil {
        return err
    }
    return ctx.GetStub().PutState(recordID, recordJSON)
}

func (s *PublicRecordSystem) UpdateRecord(ctx contractapi.TransactionContextInterface, recordID string, newData string) error {
    recordJSON, err := ctx.GetStub().GetState(recordID)
    if err != nil {
        return fmt.Errorf("failed to read from world state: %v", err)
    }
    if recordJSON == nil {
        return fmt.Errorf("the record %s does not exist", recordID)
    }

    record := Record{}
    err = json.Unmarshal(recordJSON, &record)
    if err != nil {
        return err
    }

    record.Data = newData
    updatedRecordJSON, err := json.Marshal(record)
    if err != nil {
        return err
    }
    return ctx.GetStub().PutState(recordID, updatedRecordJSON)
}

func (s *PublicRecordSystem) ReadRecord(ctx contractapi.TransactionContextInterface, recordID string) (*Record, error) {
    recordJSON, err := ctx.GetStub().GetState(recordID)
    if err != nil {
        return nil, fmt.Errorf("failed to read from world state: %v", err)
    }
    if recordJSON == nil {
        return nil, fmt.Errorf("the record %s does not exist", recordID)
    }

    record := new(Record)
    err = json.Unmarshal(recordJSON, record)
    if err != nil {
        return nil, err
    }

    return record, nil
}

func main() {
    chaincode, err := contractapi.NewChaincode(&PublicRecordSystem{})
    if err != nil {
        fmt.Printf("Error create publicrecordsystem chaincode: %s", err.Error())
        return
    }

    if err := chaincode.Start(); err != nil {
        fmt.Printf("Error starting publicrecordsystem chaincode: %s", err.Error())
    }
}



14

image2.png
Citizen Govofficial Blockchain Auditor

Submit request for new record
—_—
Verify and create new record
_—

Record created

Confirmation of record creation

Update existing record
b s
Record updated

Grant access to record
_
Access granted

-«

Access granted notification

Audit records.
-—

Provide audit trail

Audit complete

citizen Govofficial Blockchain Auditor




image1.png
ElectionOfficial Blockchain Auditor

Submit identity information

-

Verify identity information

-

Identity verified

Issue voting token

L

Cast vote (send voting token)

Vote recorded

Tally votes

Verify results

Final vote count verified

>
Voter ElectionOfficial Blockchain Auditor




