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PART  1: Comments 
 
 Reviewer’s comment 

 
Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited 
during peer review. 
 

Author’s Feedback (Please correct the manuscript and highlight that 
part in the manuscript. It is mandatory that authors should write 
his/her feedback here) 

Please write a few sentences regarding the 
importance of this manuscript for the scientific 
community. A minimum of 3-4 sentences may be 
required for this part. 
 

It is an interesting and helpful article. The general presentation is very legible, correct and full of 
interesting data. Some details should be corrected but there is no fundamental objection over this 
paper. With minor revision, it would be acceptable for publication. 

 

Is the title of the article suitable? 
(If not please suggest an alternative title) 

 

The title is suitable.  

Is the abstract of the article comprehensive? Do you 
suggest the addition (or deletion) of some points in 
this section? Please write your suggestions here. 

 

Remove numerical results from the abstract, they should not be included to improve 
readability. 

 

 

Is the manuscript scientifically, correct? Please write 
here. 

The manuscript is correct, no objections made.  

Are the references sufficient and recent? If you have 
suggestions of additional references, please mention 
them in the review form. 
 

The references are recent, but they should include classical attacks published about (NIST 
PQC) ML-CRYSTALS-KYBER as mentioned in my review report below. Additionally it is 
suggested to change references to IEEE format. 
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Is the language/English quality of the article suitable 
for scholarly communications? 

 

              Yes, the article is suitable and well written.   

Optional/General comments 
 

Observations that should be corrected: 
 

 Remove numerical results from the abstract, they should not be included to improve 
readability. 

 It is recommended to change the references in the text. To do so, each bibliography 
cited at the end should be numbered in square brackets and those numbered 
brackets should be inserted in the text to reference the paragraphs, instead of using 
name and year of reference (IEEE Standards).  

 When mentioning CRYSTALS-Kyber (FIPS 203) as a promising solution proposed 
by NIST, it is necessary to point out that there must be continuous monitoring on 
the proposed standards given the constant threat of classical cryptanalytic attacks 
[1-22]. One must be very careful in betting on a specific PQC solution as a panacea 
(even if it is recommended by NIST), the evidence is there for all to see. For 
example, alternative PQC solutions for KEM protocols not based on LWE lattices 
and purely algebraic in nature are being developed (it is suggested to explore 
cs.CS preprints in arXiv of recent appearance). 

 The expression “PQC adoption (P(A)P(A)P(A)P(A)) ?” is not understood, please 
clarify. 

 Are the equations mentioned in methodology and the consequent statistical 
analysis all original or should they be referenced? 

 In Table 1 it is convenient to include in the description the size of the plain text and 
the detail of the hardware used to obtain these data. 

 In Figure 1 the units of measurement of the ordinate axis are missing. 
 In Figure 2 it is recommended to change the bullets or highlight the colors because 

they are not legible. 
 In Table 2, add the reference of the origin of the data. 
 In Figure 4 it is recommended to change the plotting to a more understandable 

system. 
 In Table 3 add the data source reference. 
 In Table 4 add the data source reference. 
 In Figure 6 add data source reference. 
 In Table 5 add data source reference. 
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Reviewer’s comment Author’s comment (if agreed with reviewer, correct the manuscript and 

highlight that part in the manuscript. It is mandatory that authors should 
write his/her feedback here) 

Are there ethical issues in this manuscript?  
 

(If yes, Kindly please write down the ethical issues here in details) 
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