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Review Form 3
PART 1: Comments

Reviewer’'s comment
Artificial Intelligence (Al) generated or assisted review comments are strictly prohibited during
peer review.

Author’s Feedback (Please correct the manuscript and highlight that
part in the manuscript. It is mandatory that authors should write
his/her feedback here)

Please write a few sentences regarding the
importance of this manuscript for the scientific
community. A minimum of 3-4 sentences may be
required for this part.

This manuscript is highly relevant and important in the modern architecture of Identity and access
management framework. (IAM). This paper clearly provides the importance of cybersecurity in global
enterprises and regulatory compliances. This document provides comprehensive techniques of
implementing IAM framework and approaches in modern world and provides a valuable insights to IT
Professionals, CyberSecurity Experts and Compliance Officers.

Is the title of the article suitable?
(If not please suggest an alternative title)

Yes the title - “Innovative Approaches to Identity and Access Management for Enhancing
Cybersecurity Compliance in Global Enterprises” is suitable title.

But since the manuscript is more inclined towards compliance so the title “Identity Management in
Global Compliance : Innovative Implementation strategies in Cybersecurity Landscape ” is more
appropriate.

Adjusted the title as per the reviewer’s feedback

Is the abstract of the article comprehensive? Do you
suggest the addition (or deletion) of some points in
this section? Please write your suggestions here.

Abstract is well written and provide importance of IAM in the world of Cybersecurity and Information
Security field. Manuscript covers major compliances framework like HIPPA, GDPR etc.

| suggest to add implications of IAM for PCI (Payment Card Industry) compliance. Also how IAM can
make an impact on compliances like Federal Compliances - FEDRAMP.

Adjusted the manuscript accordingly

Is the manuscript scientifically, correct? Please write
here.

Yes Manuscript is appears to be scientifically correct. This manuscript has clear documentation of
current IAM strategies in the market . Manuscript provided evidence based answers through case
studies. Manuscript has comprehensive coverage of major compliances like GDPR, HIPPA, NIST.

Are the references sufficient and recent? If you have
suggestions of additional references, please mention
them in the review form.

References are sufficient and recent although | suggest to use more references for IAM policies and
Zero Trust Architecture .

1. https://scienceijsar.com/article/zero-trust-multi-cloud-environments-framework-consistent-
policy-enforcement

Added more references

Is the language/English quality of the article suitable
for scholarly communications?

Yes the manuscript is well written and in proper english format.

Optional/General comments

This Manuscript is clearly befitting the cybersecurity professionals and Compliance officers. Although
addition of other professions would be a great fit. How this paper can benefit general professionals like
Healthcare or manufacturing sector would be a great addition as well.

Since Zero Trust Architecture is taking lots of presence in modern world , some more sections on zero
trust can be a good addition.

Some Pictures and workflow would be a great addition for readers.

PART 2:

Reviewer’s comment

Author’'s comment (if agreed with reviewer, correct the manuscript and
highlight that part in the manuscript. It is mandatory that authors should write
his/her feedback here)

Are there ethical issues in this manuscript?

(If yes, Kindly please write down the ethical issues here in details)
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